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SUMMARY: Working Group B 
(Microelectronics) of the DoD Advisory 
Group on Electron Devices (AGED) 
announces a change to a closed session 
meeting.
DATES: The meeting will be held at 
1400, Friday, November 22, 2002.
ADDRESSES: The meeting will be held 
the Seaside Room, Hyatt Monterey, 1 
Old Golf Course Drive, Monterey, CA 
93940.

FOR FURTHER INFORMATION CONTACT: 
Elise Rabin, AGED Secretariat, 1745 
Jefferson Davis Highway, Crystal Square 
Four, Suite 500, Arlington, Virginia 
22202.

SUPPLEMENTARY INFORMATION: The 
mission of the Advisory Group is to 
provide advice to the Under Secretary of 
Defense for Acquisition and 
Technology, to the Director Defense 
Research and Engineering (DDR&E), and 
through the DDR&E, to the Director 
Defense Advanced Research Projects 
Agency and the Military Departments in 
planning and managing an effective 
research and development program in 
the field of electron devices. 

The Working Group B meeting will be 
limited to review of research and 
development programs which the 
military proposes to initiate with 
industry, universities or in their 
laboratories. The microelectronics area 
includes such programs on 
semiconductor materials, integrated 
circuits, charge coupled devices and 
memories. The review will include 
classified program details throughout. 

In accordance with section 10(d) of 
Public Law 92–463, as amended, (5 
U.S.C. App. sec 10(d)), it has been 
determined that this Advisory Group 
meeting concerns matters listed in 5 
U.S.C. 552b(c)(1), and that accordingly, 
this meeting will be closed to the 
public.

Dated: November 4, 2002. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.
[FR Doc. 02–28959 Filed 11–14–02; 8:45 am] 
BILLING CODE 5001–08–M

DEPARTMENT OF DEFENSE

Office of the Secretary 

Privacy Act of 1974; System of 
Records

AGENCY: Office of the Secretary, DoD.
ACTION: Notice to transfer and delete 
systems of records. 

SUMMARY: The Defense Security Service 
(DSS) is transferring two systems of 

records to the Defense Human 
Resources Activity, Office of the 
Secretary of Defense (OSD). The systems 
of records are identified as V5–05, 
entitled ‘Security Research Center 
Espionage Database’’, and V5–07, 
entitled ‘Security Research Center 
Export Violations Database’. 

The systems of records will be known 
as DHRA 01, entitled ‘PERSEREC 
Espionage Database’, and DHRA 03, 
‘PERSEREC Export Violations Database’, 
respectively. Before being transferred, 
administrative changes have been made 
to the notices.
DATES: The changes will be effective on 
December 16, 2002, unless comments 
are received that would result in a 
contrary determination.
ADDRESSES: Send comments to OSD 
Privacy Act Coordinator, Records 
Management Section, Washington 
Headquarters Services, 1155 Defense 
Pentagon, Washington, DC 20301–1155.
FOR FURTHER INFORMATION CONTACT: Mr. 
David Bosworth at (703) 601–4728.
SUPPLEMENTARY INFORMATION: The Office 
of the Secretary of Defense notices for 
systems of records subject to the Privacy 
Act of 1974 (5 U.S.C. 552a), as amended, 
have been published in the Federal 
Register and are available from the 
address above. 

The specific changes to the records 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report.

Dated: November 4, 2002. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

Deletions

SYSTEM NAME: 
V5–05; Security Research Center 

Espionage Database (June 1, 1999, 64 FR 
29281).

Reason: The responsibility for this 
system of records is being transferred to 
the Defense Human Resources Activity 
(DHRA), Office of the Secretary of 
Defense. The system of records will be 
known as DHRA 01, entitled 
‘PERSEREC Espionage Database’. 

SYSTEM NAME: 

V5–07; Security Research Center 
Export Violations Database (June 1, 
1999, 64 FR 29281). 

Reason: The responsibility for this 
system of records is being transferred to 

the Defense Human Resources Activity 
(DHRA), Office of the Secretary of 
Defense. The system of records will be 
known as DHRA 03, entitled 
‘PERSEREC Export Violations Database’.
* * * * *

SYSTEM NAME: 
DHRA 01; PERSEREC Espionage 

Database. 

SYSTEM LOCATION: 
Defense Personnel Security Research 

and Education Center, 99 Pacific Street, 
Building 455E, Monterey, CA 93940–
2481. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who have been arrested 
and convicted of espionage or related 
offense; those who have been 
prosecuted for espionage who 
committed suicide before trial or 
sentencing; and those arrested or under 
warrant for arrest for espionage who 
were not prosecuted because of death, 
suicide, or defection. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Background information including 

individual’s name, Social Security 
Number, date of birth, city/state/country 
of birth, education, marital status, 
gender, race, civilian or military 
member, rank (if military), security 
clearance (if applicable), years of federal 
service (if applicable), occupational 
category, job organization and location, 
age began espionage, first espionage 
contact, whether volunteered or 
recruited, receiving country, payment (if 
any), foreign relatives (if any), 
motivation-related, substance abuse (if 
applicable), date of arrest, arresting 
agency, date of sentence, sentence, and 
duration of espionage. Sources for 
records are newspaper and magazine 
articles, the biographies of spies, and 
similar open source works are included 
in paper files. Some of the missing 
variables have been filled in using 
information supplied by the agencies 
that investigated the case. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301, Departmental 

Regulations; DoD Directive 5210.79, and 
ASD(C3I) October 31, 1991 memo, 
Subject: Request for Exemption from 
DoD Directive 5200.27; and E.O. 9397 
(SSN); 

PURPOSE(S): 
To analyze factors which may 

contribute to acts of espionage and 
assemble a body of knowledge useful to 
improved personnel security 
procedures. This information will 
permit examination of espionage trends 
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and will help identify personal and 
situational variables of interest to 
policy-makers and others concerned 
with personnel security issues. 

Aggregate statistics will be reported to 
DoD and other Government agencies in 
a technical report prepared from open-
sources and containing some illustrative 
material mentioning some of the more 
famous cases by name. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the OSD 
compilation of systems of records 
notices apply to this system. 

Policies and Practices for Storing, 
Retrieving, Accessing, Retaining, and 
Disposing of Records in the System: 

STORAGE: 

Maintained on paper, computer and 
computer output products, and in 
microform. 

RETRIEVABILITY: 

Records may be retrieved by name 
and Social Security Number. 

SAFEGUARDS: 

Records are stored under lock and key 
in secure containers, and in a computer 
system with intrusion safeguards. 

RETENTION AND DISPOSAL: 

Records are treated as permanent 
pending a determination by the NARA 
of authority for disposition of the 
records.

SYSTEM MANAGER(S) AND ADDRESS: 

Director, Defense Personnel Security 
Research and Education Center, 99 
Pacific Street, Building 455E, Monterey, 
CA 93940–2481. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether this system of records contains 
information about themselves should 
address written inquiries to Director, 
Defense Personnel Security Research 
and Education Center, 99 Pacific Street, 
Building 455E, Monterey, CA 93940–
2481. 

The inquiry should include full name 
and Social Security Number. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to records 
about themselves contained in this 

system of records should address a 
written request to Director, Defense 
Personnel Security Research and 
Education Center, 99 Pacific Street, 
Building 455E, Monterey, CA 93940–
2481. 

The inquiry should include full name 
and Social Security Number. 

CONTESTING RECORD PROCEDURES: 
The OSD rules for accessing records, 

for contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 
Information is obtained from 

newspaper and magazine articles and 
similar open source documents. Some of 
the missing variables were filled in 
using information supplied by the 
agencies that investigated the case. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

SYSTEM NAME: 
DHRA 03; PERSEREC Export 

Violations Database. 

SYSTEM LOCATION: 
Defense Personnel Security Research 

and Education Center, 99 Pacific Street, 
Building 455E, Monterey, CA 93940–
2481. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Individuals who have been convicted 
of violating U.S. export control laws.

CATEGORIES OF RECORDS IN THE SYSTEM: 
Extracts of reports, court records, 

newspaper, magazine, and other open 
source materials. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301, Departmental 

Regulations; and ASD(C3I) July 20, 1993 
memo, Subject: Exemption from DoD 
Directive 5200.27. 

PURPOSE(S): 
To analyze factors which may 

contribute to acts of illegal technology 
transfer in violation of U.S. export 
controls and to assemble a body of 
knowledge useful for improving security 
procedures. This information will 
permit examination of trends in illegal 
technology transfer since 1981 and help 
identify personal and situational 
variables of interest to policy makers 
and others concerned with 
counteracting export control violations. 
Aggregate statistics will be reported in 
a technical report. The report will 
include some vignettes of the more 
famous cases, using the individual’s 

name, based on material found in open 
sources. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the OSD 
compilation of systems of records 
notices apply to this system. 

Policies and Practices for Storing, 
Retrieving, Accessing, Retaining, and 
Disposing of Records in the System: 

STORAGE: 

Maintained on paper, computer and 
computer output products, and in 
microform. 

RETRIEVABILITY: 

Records are retrieved by individual’s 
name. 

SAFEGUARDS: 

Records are stored under lock and key 
in secure containers, and in a computer 
system with intrusion safeguards. 

RETENTION AND DISPOSAL: 

Records are treated as permanent 
pending a determination by the NARA 
of authority for disposition of the 
records. 

SYSTEM MANAGER(S) AND ADDRESS: 

Director, Defense Personnel Security 
Research and Education Center, 99 
Pacific Street, Building 455E, Monterey, 
CA 93940–2481.

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether this system of records contains 
information about themselves should 
address written inquiries to Director, 
Defense Personnel Security Research 
and Education Center, 99 Pacific Street, 
Building 455E, Monterey, CA 93940–
2481. 

The inquiry should include the 
individual’s full name. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to records 
about themselves contained in this 
system of records should address a 
written request to Director, Defense 
Personnel Security Research and 
Education Center, 99 Pacific Street, 
Building 455E, Monterey, CA 93940–
2481. 

The inquiry should include the 
individual’s full name. 
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CONTESTING RECORD PROCEDURES: 

The OSD rules for accessing records, 
for contesting contents and appealing 
initial agency determinations are 
published in OSD Administrative 
Instruction 81; 32 CFR part 311; or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 

Justice Department Export Control 
Cases listing, newspaper and magazine 
articles and other open source 
documents. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None.

[FR Doc. 02–28958 Filed 11–14–02; 8:45 am] 
BILLING CODE 5001–08–P

DEPARTMENT OF EDUCATION

[CFDA NO. 84.031H] 

Office of Postsecondary Education; 
Strengthening Institutions (SIP), 
American Indian Tribally Controlled 
Colleges and Universities (TCCU), 
Alaska Native and Native Hawaiian-
Serving Institutions (ANNH) and 
Hispanic-Serving Institutions (HSI) 
Programs; Notice of Reopening the 
Processes for Designation as an 
Eligible Institution for Fiscal Year (FY) 
2001 and FY 2002 for a Limited 
Purpose 

Summary: An institution of higher 
education (IHE) that is designated an 
eligible institution under the SIP, TCCU, 
ANNH and HSI Programs may receive a 
waiver of certain non-Federal share 
requirements under the Federal Work 
Study (FWS) and Federal Supplemental 
Educational Opportunity Grant (FSEOG) 
Programs. The SIP, TCCU, and ANNH 
Programs are authorized under Title III, 
Part A of the Higher Education Act of 
1965, as amended (HEA). The HSI 
Program is authorized under Title V of 
the HEA. The FWS and FSEOG 
Programs are authorized under Title IV 
of the HEA. 

On November 16, 2000 and December 
26, 2001, we published Federal Register 
notices (65 FR 69291–69293 and 66 FR 
66407–66409) that announced the 
processes for IHEs to apply for 
eligibility designation for FY 2001 and 
FY 2002 for the SIP, TCCU, ANNH and 
the HSI Programs. Some IHEs did not 
meet the established deadlines for 
submitting the applications, and 
therefore were not designated eligible to 
receive waivers of certain cost-sharing 
requirements under the FWS and 
FSEOG Programs. We are reopening the 
FY 2001 and FY 2002 eligibility 
processes to allow IHEs to apply for 

designation as eligible institutions 
under the SIP, TCCU, ANNH and HSI 
Programs for the limited purpose of 
receiving waivers of certain non-Federal 
share requirements of the FWS and 
FSEOG Programs for FY 2001 and FY 
2002. 

Deadline for Transmittal of 
Applications: January 31, 2003. 

Applications Available: November 15, 
2002. 

For Applications and Further 
Information Contact: Thomas M. Keyes, 
Margaret A. Wheeler or Ellen Sealey, 
Institutional Development and 
Undergraduate Education Service, U. S. 
Department of Education, 1990 K Street, 
Room 6048, Request for FY 2001 and FY 
2002 Eligibility Designation, 
Washington, DC 20202–8513. Mr. 
Keyes’s telephone number is (202) 502–
7577. Ms. Wheeler’s telephone number 
is (202) 502–7583. Ms. Sealey’s 
telephone number is (202) 502–7580. 
They may be reached via Internet:
Thomas.Keyes@ed.gov 
Margaret.Wheeler@ed.gov 
Ellen.Sealey@ed.gov

If you use a telecommunications 
device for the deaf (TDD), you may call 
the Federal Information Relay Service 
(FIRS) at 1–800–877–8339. 

Individuals with disabilities may 
obtain this document in an alternative 
format (e.g., Braille, large print, audio 
tape, or computer diskette) on request to 
the contact persons listed under For 
Applications and Further Information 
Contact. 

Individuals with disabilities may 
obtain a copy of the application package 
in an alternative format by contacting 
those persons. However, the Department 
is not able to reproduce in an alternative 
format the standard forms included in 
the application package. 

Electronic Access to This Document 
You may view this document, as well 

as all other Department of Education 
documents published in the Federal 
Register, in text or Adobe Portable 
Document Format (PDF) on the Internet 
at the following site: www.ed.gov/
legislation/FedRegister. 

To use PDF, you must have Adobe 
Acrobat Reader, which is available free 
at this site. If you have questions about 
using the PDF, call the U.S. Government 
Printing Office (GPO), toll free, at 1–
888–293–6498; or in the Washington, 
DC area at (202) 512–1530.

Note: The official version of this document 
is the document published in the Federal 
Register. Free Internet access to the official 
edition of the Federal Register and the Code 
of Federal Regulations is available on GPO 
Access at: http://www.access.gpo.gov/nara/
index.html

Program Authority: 20 U.S.C. 1057–1059d, 
1101–1103g.

Dated: November 12, 2002. 
Sally L. Stroup, 
Assistant Secretary, Office of Postsecondary 
Education.
[FR Doc. 02–29036 Filed 11–14–02; 8:45 am] 
BILLING CODE 4000–01–P

DEPARTMENT OF EDUCATION

[CFDA No.: 84.250D] 

Vocational Rehabilitation Service 
Projects for American Indians With 
Disabilities; Notice Inviting 
Applications for New Awards for Fiscal 
Year (FY) 2003 

Purpose of Program: To provide 
vocational rehabilitation services to 
American Indians with disabilities who 
reside on or near Federal or State 
reservations, consistent with their 
individual strengths, resources, 
priorities, concerns, abilities, 
capabilities, and informed choices, so 
that they may prepare for and engage in 
gainful employment, including self-
employment, telecommuting, or 
business ownership. 

Eligible Applicants: Applications may 
be submitted only by the governing 
bodies of Indian tribes (and consortia of 
those governing bodies) located on 
Federal or State reservations. 

Applications Available: November 18, 
2002. 

Deadline for Transmittal of 
Applications: March 31, 2003. 

Estimated Available Funds: 
$7,659,000. 

The Administration has requested 
$26,804,000 for this program for FY 
2003, of which $7,659,000 is expected 
to be used for this competition. The 
actual level of funding, if any, depends 
on final congressional action. However, 
we are inviting applications to allow 
enough time to complete the grant 
process, if Congress appropriates funds 
for this program. 

Estimated Range of Awards: 
$300,000–$400,000. 

Estimated Average Size of Awards: 
$350,000. 

Estimated Number of Awards: 21.
Note: The Department is not bound by any 

estimates in this notice.

Project Period: Up to 60 months. 
Applicable regulations: (a) The 

Education Department General 
Administrative Regulations (EDGAR) in 
34 CFR parts 75, 77, 80, 81, and 82; and 
(b) The regulations for this program in 
34 CFR part 371. 

Priority: Under section 121(b)(4) of 
the Rehabilitation Act of 1973, as 
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