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DEPARTMENT OF DEFENSE

Office of the Secretary

U.S. Court of Appeals for the Armed
Forces Code Committee Meeting

ACTION: Notice of public meeting.

SUMMARY: This notice announces the
forthcoming public meeting of the Code
Committee established by the Article
146(a), Uniform Code of Military Justice,
10 U.S.C. § 946(a), to be held at the
Courthouse of the United States Court of
Appeals for the Armed Forces, 450 E
Street, NW, Washington, DC 20442–
0001, at 3:00 p.m. on Wednesday, June
2, 1999. The agenda for this meeting
will include consideration of proposed
changes to the Uniform Code of Military
Justice and the Manual for Courts-
Martial, United States, 1984, and other
matters relating to the operation of the
Uniform Code of Military Justice
throughout the Armed Forces.
DATES: June 2, 1999.
FOR FURTHER INFORMATION CONTACT:
Thomas F. Granahan, Clerk of Court,
United States Court of Appeals for the
Armed Forces, 450 E Street, Northwest,
Washington, D.C. 20042–0001,
telephone (202) 761–1448.

Dated: May 25, 1999.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, DoD.
[FR Doc. 99–13699 Filed 5–28–99; 8:45 am]
BILLING CODE 5001–10–M

DEPARTMENT OF DEFENSE

Office of the Secretary

Meeting; Defense Retirement Board of
Actuaries

AGENCY: Department of Defense
Retirement Board of Actuaries.
ACTION: Notice of meeting.

SUMMARY: A meeting of the board has
been scheduled to execute the
provisions of Chapter 74, Title 10,
United States Code (10 U.S.C. 1464 et.
seq.). The Board shall review DoD
actuarial methods and assumptions to
be used in the valuation of the Military
Retirement System. Persons desiring to:
(1) attend the DoD Retirement Board of
Actuaries meeting or, (2) make an oral
presentation or submit a written
statement for consideration at the
meeting, must notify Wendie Powell at
(703) 696–7400 by July 31, 1999.

Notice of this meeting is required
under the Federal Advisory Committee
Act.

DATES: August 19, 1999, 1:00 pm to 5:00
pm.

ADDRESSES: The Pentagon, Room
1E801—Room 1.

FOR FURTHER INFORMATION CONTACT:
Christopher Doyle, Chief Actuary, DoD
Office of the Actuary, 1555 Wilson
Boulevard, Suite 701, Arlington, VA
22209–2405, (703) 696–7407.

Dated: May 25, 1999.

L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, DoD.
[FR Doc. 99–13701 Filed 5–28–99; 8:45 am]

BILLING CODE 5001–10–M

DEPARTMENT OF DEFENSE

Office of the Secretary

Meeting; Department of Defense
Education Benefits Board of Actuaries

AGENCY: Department of Defense
Education Benefits Board of Actuaries.

ACTION: Notice of meeting.

SUMMARY: A meeting of the board has
been scheduled to execute the
provisions of Chapter 101, Title 10,
United States Code (10 U.S.C. 2006 et
seq.). The Board shall review DoD
actuarial methods and assumptions to
be used in the valuation of the G.I. Bill.
Persons desiring to: (1) attend the DoD
Education Benefits Board of Actuaries
meeting or, (20 make an oral
presentation or submit a written
statement for consideration at the
meeting must notify Wendie Powell at
(703) 696–7400 by July 31, 1999.

Notice of this meeting is required
under the Federal Advisory Committee
Act.

DATES: August 20, 1999, 10:00 a.m. to
1:00 p.m.

ADDRESSES: The Pentagon, Room
1E801—Room 1.

FOR FURTHER INFORMATION CONTACT:
Christopher Doyle, Chief Actuary, DoD
Office of the Actuary, 1555 Wilson
Boulevard, Suite 701, Arlington, VA
22209–2405, (703) 696–7407.

Dated: May 25, 1999.

L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, DoD.
[FR Doc. 99–13702 Filed 5–28–99; 8:45 am]

BILLING CODE 5001–10–M

DEPARTMENT OF DEFENSE

Defense Security Service

Privacy Act of 1974; System of
Records

AGENCY: Defense Security Service, DoD.
ACTION: Notice to delete and transfer
systems of records.

SUMMARY: The Defense Security Service
(DSS) is taking responsibility for three
existing Privacy Act systems of records
notices formerly under the cognizance
of the Office of the Secretary of Defense.
The three notices will be added to the
DSS inventory of record systems subject
to the Privacy Act of 1974 (5 U.S.C.
552a), as amended. Administrative
changes have been made to the notices.

DSS is also deleting two systems of
records from its inventory.
DATES: The actions will be effective on
July 1, 1999, unless comments are
received that would result in a contrary
determination.
ADDRESSES: Send comments to Office of
the General Counsel, Defense Security
Service, 1340 Braddock Place,
Alexandria, VA 22314-1651.
FOR FURTHER INFORMATION CONTACT: Mr.
Leslie Blake (703) 325-9450.
SUPPLEMENTARY INFORMATION: The
Defense Security Service notices for
systems of records subject to the Privacy
Act of 1974 (5 U.S.C. 552a), as amended,
have been published in the Federal
Register and are available from the
address above.

Dated: May 25, 1999.

L.M. BYNUM,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

DELETIONS
DUSDP 06

SYSTEM NAME:
Defense Personnel Security Research

and Education Center Research Files
(February 22, 1993, 58 FR 10227).

Reason: System of records is now
under the cognizance of the Defense
Security Service. See Defense Security
Service system of records notice V5-06,
entitled Security Research Center
Research Files.

DUSDP 07

SYSTEM NAME:
PERSEREC Espionage Database

(February 22, 1993, 58 FR 10227)
Reason: System of records notice is

now under the cognizance of the
Defense Security Service. See Defense
Security Service system of records
notice V5-05, entitled Security Research
Center Espionage Database.
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DUSDP 09

SYSTEM NAME:
PERSEREC Export Violations

Database (September 22, 1993, 58 FR
49287)

Reason: System of records notice is
now under the cognizance of the
Defense Security Service. See Defense
Security Service system of records
notice V5-07, entitled Security Research
Center Export Violations Database.

V4–01

SYSTEM NAME:
Personnel Records (February 22, 1993,

58 FR 10904).
Reason: These records are covered

under Office of Personnel Management
Government-Wide systems of records
notices.

V4–12

SYSTEM NAME:
DSS Employee Assistance Program

Records (February 22, 1993, 58 FR
10904).

Reason: This system was retired
several years ago and all records/files
were destroyed.

TRANSFERRED NOTICES
V5-05

SYSTEM NAME:
Security Research Center Espionage

Database.

SYSTEM LOCATION:
Defense Security Service, Security

Research Center, 99 Pacific Street,
Building 455E, Monterey, CA 93940–
2481.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who have been arrested
and convicted of espionage or related
offense; those who have been
prosecuted for espionage who
committed suicide before trial or
sentencing; and those arrested or under
warrant for arrest for espionage who
were not prosecuted because of death,
suicide, or defection.

CATEGORIES OF RECORDS IN THE SYSTEM:
Background information including

individual’s name, Social Security
Number, date of birth, city/state/country
of birth, education, marital status,
gender, race, civilian or military
member, rank (if military), security
clearance (if applicable), years of federal
service (if applicable), occupational
category, job organization and location,
age began espionage, first espionage
contact, whether volunteered or
recruited, receiving country, payment (if
any), foreign relatives (if any),

motivation-related, substance abuse (if
applicable), date of arrest, arresting
agency, date of sentence, sentence, and
duration of espionage. Sources for
records are newspaper and magazine
articles, the biographies of spies, and
similar open source works are included
in paper files. Some of the missing
variables have been filled in using
information supplied by the agencies
that investigated the case.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, Departmental

Regulations; E.O. 9397 (SSN); DoDD
5210.79, Defense Personnel Security
Research and Education Center; and
ASD(C) October 31, 1991 memo,
Subject: Request for Exemption from
DoD Directive 5200.27.

PURPOSE(S):
To analyze factors which may

contribute to acts of espionage and
assemble a body of knowledge useful to
improved personnel security
procedures. This information will
permit examination of espionage trends
and will help identify personal and
situational variables of interest to
policy-makers and others concerned
with personnel security issues.

Aggregate statistics will be reported to
DoD and other Government agencies in
a technical report prepared from open-
sources and containing some illustrative
material mentioning some of the more
famous cases by name.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES.

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

The ‘Blanket Routine Uses’ set forth at
the beginning of DSS’ compilation of
systems of records notices apply to this
system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Maintained on paper, computer and

computer output products, and in
microform.

RETRIEVABILITY:
Records may be retrieved by name

and Social Security Number.

SAFEGUARDS:
Records are stored under lock and key

in secure containers, and in a computer
system with intrusion safeguards.

RETENTION AND DISPOSAL:
Analyses and research reports are

permanent and will be transferred to the
National Archives after 25 years;
unneeded records will be shredded,
erased or degaussed when no longer
required for the project.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Security Research Center, 99

Pacific Street, Building 455E, Monterey,
CA 93940–2481.

NOTIFICATION PROCEDURE:
Individuals seeking to determine

whether this system of records contains
information about themselves should
address written inquiries to Director,
Security Research Center, 99 Pacific
Street, Building 455E, Monterey, CA
93940–2481.

The inquiry should include full name
and Social Security Number.

RECORD ACCESS PROCEDURES:
Individuals seeking access to records

about themselves contained in this
system of records should address a
written request to Defense Security
Service, Office of FOI and PA, 1340
Braddock Place, Alexandria, VA 22314-
1651.

The inquiry must include name and
Social Security Number.

CONTESTING RECORD PROCEDURES:
DSS’ rules for accessing records,

contesting contents, and appealing
initial agency determinations are
contained in DSS Regulation 01-13: 32
CFR part 321; or may be obtained from
the Defense Security Service, Office of
FOI and PA, 1340 Braddock Place,
Alexandria, VA 22314-1651.

RECORD SOURCE CATEGORIES:
Information is obtained from

newspaper and magazine articles and
similar open source documents. Some of
the missing variables were filled in
using information supplied by the
agencies that investigated the case.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

V5-06

SYSTEM NAME:
Security Research Center Research

Files

SYSTEM LOCATION:
Defense Security Service, Security

Research Center, 99 Pacific Street,
Building 455E, Monterey, CA 93940–
2481;

Defense Manpower Data Center, 400
Gigling Road, Seaside, CA 93955-6771;
and

Data Center, Naval Postgraduate
School, Monterey, CA 93943.
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CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Present and former Department of
Defense (DoD) civilian employees,
military members, and DoD contractor
employees who have had or applied for
security clearances.

CATEGORIES OF RECORDS IN THE SYSTEM:
Lists of cleared individuals, and data

derived from DD Forms 398 and 398-2;
Standard Forms 85 and 86; and credit,
criminal history and other database and
sources checked during the course of
background investigations; background
investigations; responses from
interviews and questionnaires.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
50 U.S.C. 781–887, Internal Security

Act of 1950; E.O. 9397 (SSN); E.O.
10450, Security Requirements for
Government Employment; E.O. 10865,
Safeguarding Classified Information
Within Industry; E.O. 12333, United
States Intelligence Activities; E.O.
12958, Classified National Security
Information; and 5 U.S.C. 301,
Departmental Regulations, which
authorizes DoD Directive 5210.79,
Defense Personnel Security Research
and Education Center, and DoD
Regulation 5200.2–R, DoD Personnel
Security Program Regulation.

PURPOSE(S):
To perform research and analyses for

(1) evaluating and improving DoD
personnel security procedures,
programs, and policies; (2) assisting in
providing training, instruction, and
advice on personnel security subjects
for DoD Components; (3) encouraging
cooperative research within and among
DoD Components on projects having
DoD-wide implications in order to avoid
duplication; (4) addressing items of
special interest to personnel security
officials within DoD Components; and
(5) identifying areas in the personnel
security field that warrant more intense
scrutiny.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To Federal, State, and local
government agencies, if necessary, to
obtain information from them, which
will assist DoD/DSS in identifying areas
in the personnel security field, that may
warrant additional training, instruction,
research, or more intense scrutiny. This

would typically involve obtaining
nationwide statistical data or relevant
information on a specific security issue
(i.e. financial, criminal, alcohol, etc.)
that could be used to assist an
investigator or adjudicator in evaluating
an individual’s conduct

To the General Services
Administration and National Archives
and Records Administration for records
management inspections authorized by
44 U.S.C. 2904 and 2906.

The ‘Blanket Routine Uses’ set forth at
the beginning of DSS’ compilation of
systems of records notices apply to this
system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Maintained on paper, computer and
computer output products, and in
microform.

RETRIEVABILITY:

Records may be retrieved by name,
Social Security Number, or military
service number.

SAFEGUARDS:

Records are stored under lock and
key, in secure containers, or on
electronic media with intrusion
safeguards. Research results are not
identifiable to any specific individual.

RETENTION AND DISPOSAL:

Information is retained for the life of
the research project. When no longer
needed for the project, paper records are
shredded and computer media are
erased or degaussed.

SYSTEM MANAGER(S) AND ADDRESS:

Director, Security Research Center, 99
Pacific Street, Building 455E, Monterey,
CA 93940–2481.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether information about themselves
is contained in this system should
address written inquiries to the Director,
Defense Personnel Security Research
and Education Center, 99 Pacific Street,
Building 455E, Monterey, CA 93940–
2481.

The individual should provide
sufficient proof of identity such as full
name, Social Security Number, date and
place of birth, military service number
(if service was before 1968), military or
civilian status while associated with the
Department of Defense, place and data
of DoD or contractor employment, or
other information verifiable from the
record itself.

RECORD ACCESS PROCEDURES:
Individuals seeking access to

information about themselves contained
in this system of record should address
written inquires to the Defense Security
Service, Office of FOI and PA, 1340
Braddock Place, Alexandria, VA 22314-
1651.

The individual should provide
sufficient proof of identity such as full
name, Social Security Number, date and
place of birth, military service number
(if service was before 1968), military or
civilian status while associated with the
Department of Defense, place and data
of DoD or contractor employment, or
other information verifiable from the
record itself.

CONTESTING RECORD PROCEDURES:
DSS’ rules for accessing records,

contesting contents, and appealing
initial agency determinations are
contained in DSS Regulation 01-13; 32
CFR part 321; or may be obtained from
the Defense Security Service, Office of
FOI and PA, 1340 Braddock Place,
Alexandria, VA 22314-1651.

RECORD SOURCE CATEGORIES:
Information is obtained from the

Defense Clearance and Investigative
Index, military records, DoD civilian
employment and military personnel
records, Defense Security Service
records, a records of the Departments of
Justice and Treasury, and interviews
with and questionnaires completed by
record subjects.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

V5-07

SYSTEM NAME:
Security Research Center Export

Violations Database.

SYSTEM LOCATION:
Defense Security Service, Security

Research Center, 99 Pacific Street,
Building 455E, Monterey, CA 93940–
2481.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who have been convicted
of violating U.S. export control laws.

CATEGORIES OF RECORDS IN THE SYSTEM:
Extracts of reports, court records,

newspaper, magazine, and other open
source materials.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, Departmental

Regulations; DoDD 5210.79, Defense
Personnel Security Research and
Education Center; and ASD(C3I) July 20,
1993 memo, Subject: Exemption from
DoD Directive 5200.27.

VerDate 06-MAY-99 17:16 May 28, 1999 Jkt 183247 PO 00000 Frm 00025 Fmt 4703 Sfmt 4703 E:\FR\FM\01JNN1.XXX pfrm04 PsN: 01JNN1



29284 Federal Register / Vol. 64, No. 104 / Tuesday, June 1, 1999 / Notices

PURPOSE(S):
To analyze factors which may

contribute to acts of illegal technology
transfer in violation of U.S. export
controls and to assemble a body of
knowledge useful for improving security
procedures. This information will
permit examination of trends in illegal
technology transfer since 1981 and help
identify personal and situational
variables of interest to policy makers
and others concerned with
counteracting export control violations.
Aggregate statistics will be reported in
a technical report. The report will
include some vignettes of the more
famous cases, using the individual’s
name, based on material found in open
sources.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

The ‘Blanket Routine Uses’ set forth at
the beginning of DSS’ compilation of
systems of records notices apply to this
system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Maintained on paper, computer and

computer output products, and in
microform.

RETRIEVABILITY:
Records are retrieved by individual’s

name.

SAFEGUARDS:
Records are stored under lock and key

in secure containers, and in a computer
system with intrusion safeguards.

RETENTION AND DISPOSAL:
Analyses and research reports are

permanent and will be transferred to the
National Archives after 25 years;
database information will be retained
for five years or until no longer needed.

SYSTEM MANAGER(S) AND ADDRESS:
Director, Security Research Center, 99

Pacific Street, Building 455E, Monterey,
CA 93940–2481.

NOTIFICATION PROCEDURE:
Individuals seeking to determine

whether this system of records contains
information about themselves should
address written inquiries to Director,
Security Research Center, 99 Pacific

Street, Building 455E, Monterey, CA
93940–2481.

The inquiry should include full name.

RECORD ACCESS PROCEDURES:
Individuals seeking access to records

about themselves contained in this
system of records should address a
written request to Defense Security
Service, Office of FOI and PA, 1340
Braddock Place, Alexandria, VA 22314-
1651.

The inquiry must include full name.

CONTESTING RECORD PROCEDURES:

DSS’ rules for accessing records,
contesting contents, and appealing
initial agency determinations are
contained in DSS Regulation 01-13; 32
CFR part 321; or may be obtained from
Defense Security Service, Office of FOI
and PA, 1340 Braddock Place,
Alexandria, VA 22314-1651.

RECORD SOURCE CATEGORIES:
Justice Department Export Control

Cases listing, newspaper and magazine
articles and other open source
documents.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

[FR Doc. 99–13704 Filed 5–28–99; 8:45 am]
BILLING CODE 5001–10–F

DEPARTMENT OF DEFENSE

Department of the Army

Availability of U.S. Patents for Non-
Exclusive, Exclusive, or Partially-
Exclusive Licensing

AGENCY: Army Research Laboratory,
DOD.
ACTION: Notice.

SUMMARY: In accordance with 37 CFR
404.6, announcement is made of the
availability of the following U.S. patents
for non-exclusive, partially exclusive or
exclusive licensing. All of the listed
patents have been assigned to the
United States of America as represented
by the Secretary of the Army,
Washington, DC.

These patents covers a wide variety of
technical arts including: An ice
detection sensor and an ultra-wide
bandwidth dish antenna.

Under the authority of section 11(a)(2)
of the Federal Technology Transfer Act
of 1986 (Pub. L. 99–502) and section 207
of Title 35, United States Code, the
Department of the Army represented by
the U.S. Army Research Laboratory wish
to license the U.S. patents listed below
in a non-exclusive, exclusive or
partially exclusive manner to any party

interested in manufacturing, using, and/
or selling devices or processes covered
by these patents.

Title: Ice Detection Sensor.
Inventor: Russel DeAnna.
Patent Number: 5,886,256.
Issued Date: March 23, 1999.
Title: Ultra-Wide Bandwidth Dish

Antenna.
Inventor: John W. McCorkle.
Patent Number: 5,880,699.
Issued Date: March 9, 1999.

FOR FURTHER INFORMATION CONTACT:
Norma Cammaratta, Technology
Transfer Office, AMSRL–CS–TT, U.S.
Army Research Laboratory, 2800
Powder Mill Road, Adelphi, MD 20783–
1197, tel: (301) 394–2952; fax: (301)
394–5818.
SUPPLEMENTARY INFORMATION: None.
Gregory D. Showalter,
Army Federal Register Liaison Officer.
[FR Doc. 99–13734 Filed 5–28–99; 8:45 am]
BILLING CODE 3710–08–M

DEPARTMENT OF DEFENSE

Department of the Army

Availability of U.S. Patents for Non-
Exclusive, Exclusive, or Partially-
Exclusive Licensing

AGENCY: U.S. Army Research
Laboratory, Adelphi, Maryland.
ACTION: Notice.

SUMMARY: In accordance with 37 CFR
404.6, announcement is made of the
availability of the following U.S. patent
for non-exclusive, partially exclusive or
exclusive licensing. The listed patent
has been assigned to the United States
of America as represented by the
Secretary of the Army, Washington, DC.

This patent covers a wide variety of
technical arts including: An
electromagnetic target generator used to
simulate a radar target.

Under the authority of Section
11(a)(2) of the Federal Technology
Transfer Act of 1986 (Pub. L. 99–502)
and Section 207 of Title 35, United
States Code, the Department of the
Army as represented by the U.S. Army
Research Laboratory wish to license the
U.S. patent listed below in a non-
exclusive, exclusive or partially
exclusive manner to any party
interested in manufacturing, using, and/
or selling devices or processes covered
by this patent.

Title: Electromagnetic Target
Generator.

Inventors: Klyte G. Mills, Thomas
Maxwell, Elliot C. Bergsagel and Robert
K. Richardson.

Patent Number: 5,892,479.
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