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POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records in file folders and on 

electronic storage media. 

RETRIEVABILITY: 
Retrieved by individual’s name, 

subject matter, date of document, and 
request number. 

SAFEGUARDS: 
Records are stored in locked security 

containers accessible only to authorized 
personnel. 

RETENTION AND DISPOSAL: 
FOIA and Privacy Act paper records 

that are granted in full are destroyed 2 
years after the date of reply. Paper 
records that are denied in whole or in 
part, no records responses, responses to 
requesters who do not adequately 
describe records being sought, do not 
state a willingness to pay fees, and 
records which are appealed or litigated, 
are destroyed 6 years after final FOIA 
action and 5 years after final Privacy Act 
action, or three years after final 
adjudication by courts, whichever is 
later. Electronic records are deleted 
within 180 days or when no longer 
needed to support office business needs. 

SYSTEM MANAGER(S) AND ADDRESS: 
Chief, Freedom of Information Act 

and Privacy Act Office, Assistant 
Inspector General for Communications 
and Congressional Liaison, Office of the 
Inspector General, DoD, 400 Army Navy 
Drive, Arlington, VA 22202–4704. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the Chief, 
Freedom of Information Act and Privacy 
Act Office, Assistant Inspector General 
for Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 400 Army Navy Drive, Arlington, 
VA 22202–4704. 

Please include full information 
regarding the previous request such as 
date, subject matter, and if available, 
copies of the previous OIG reply. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system should address written 
inquiries to the Chief, Freedom of 
Information Act and Privacy Act Office, 
Assistant Inspector General for 
Communications and Congressional 
Liaison, Office of the Inspector General, 
DoD, 400 Army Navy Drive, Arlington, 
VA 22202–4704. 

Please include full information 
regarding the previous request such as 
date, subject matter, and if available, 
copies of the previous OIG reply. 

CONTESTING RECORD PROCEDURES: 
The OIG’s rules for accessing records 

and for contesting contents and 
appealing initial agency determinations 
are published in 32 CFR part 312 or may 
be obtained from the system manager. 

RECORD SOURCE CATEGORIES: 
From the individuals on whom 

records are maintained and official 
records. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
During the course of a FOIA and 

Privacy Act action, exempt materials 
from other systems of records may in 
turn become part of the case records in 
this system. To the extent that copies of 
exempt records from those ‘other’ 
systems of records are entered into this 
FOIA or Privacy Act case record, Office 
of the Inspector General hereby claims 
the same exemptions for the records 
from those ‘other’ systems that are 
entered into this system, as claimed for 
the original primary systems of records 
which they are a part. 

An exemption rule for this system has 
been promulgated in accordance with 
requirements of 5 U.S.C. 553(b)(1), (2), 
and (3), (c) and (e) and published in 32 
CFR part 312. For additional 
information contact the system manager. 

[FR Doc. 06–1263 Filed 2–10–06; 8:45 am] 
BILLING CODE 5001–06–M 

DEPARTMENT OF DEFENSE 

Department of the Army 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of the Army, DoD. 
ACTION: Notice to amend a system of 
records. 

SUMMARY: The Department of the Army 
is proposing to amend a system of 
records notice in its existing inventory 
of records systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. 

DATES: This proposed action will be 
effective without further notice on 
March 15, 2006 unless comments are 
received which result in a contrary 
determination. 

ADDRESSES: Department of the Army, 
Freedom of Information/Privacy 
Division, U.S. Army Records 
Management and Declassification 
Agency, ATTN: AHRC–PDD–FPZ, 7701 

Telegraph Road, Casey Building, Suite 
144, Alexandria, VA 22325–3905. 
FOR FURTHER INFORMATION CONTACT: Ms. 
Janice Thornton at (703) 428–6503. 
SUPPLEMENTARY INFORMATION: The 
Department of the Army systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the address above. 

The specific changes to the records 
systems being amended are set forth 
below followed by the notices, as 
amended, published in their entirety. 
The proposed amendments are not 
within the purview of subsection (r) of 
the Privacy Act of 1974, (5 U.S.C. 552a), 
as amended, which requires the 
submission of a new or altered system 
report. 

Dated: February 7, 2006. 
L.M. Bynum, 
OSD Federal Register Liaison Officer, 
Department of Defense. 

A0055 USEUCOM 

SYSTEM NAME: 
Europe Command Travel Clearance 

Records (August 23, 2004, 69 FR 51817). 

CHANGES: 

* * * * * 

SYSTEM NAME: 
Delete system identifier and replace 

with: ‘‘A0055 USEUCOM DoD’’. 
* * * * * 

A0055 USEUCOM DoD 

SYSTEM NAME: 
Europe Command Travel Clearance 

Records. 

SYSTEM LOCATION: 
Headquarters, United States European 

Command, Computer Network 
Operations Center, Building 2324, P.O. 
Box 1000, APO AE 09131–1000. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Military, DoD civilians, and non-DoD 
personnel traveling under DoD 
sponsorship (e.g., contractors, foreign 
nationals and dependents) and includes 
temporary travelers within the United 
States European Command’s 
(USEUCOM) area of responsibility as 
defined by the DoD Foreign Clearance 
Guide Program. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Travel requests, which contain the 

individual’s name; rank/pay grade; 
Social Security Number; military branch 
or department; passport number; Visa 
Number; office address and telephone 
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number, official and personal e-mail 
address, detailed information on sites to 
be visited, visitation dates and purpose 
of visit. 

AUTHORITY FOR THE MAINTENANCE OF THE 
SYSTEM: 

10 U.S.C. 3013, Secretary of the Army; 
10 U.S.C. 5013, Secretary of the Navy; 
10 U.S.C. 8013, Secretary of the Air 
Force; DoD 4500.54–G, Department of 
Defense Foreign Clearance Guide; 
Public Law 99–399, Omnibus 
Diplomatic Security and Antiterrorism 
Act of 1986; 22 U.S.C. 4801, 4802, and 
4805, Foreign Relations and Intercourse; 
E.O. 12333, United States Intelligence 
Activities; Army Regulation 55–46, 
Travel Overseas; and E.O. 9397 (SSN). 

PURPOSE(S): 
To provide the DoD with an 

automated system to clear and audit 
travel within the United States 
European Command’s area of 
responsibility and to ensure compliance 
with the specific clearance requirements 
outlined in the DoD Foreign Clearance 
Guide; to provide individual travelers 
with intelligence and travel warnings; 
and to provide the Defense Attache and 
other DoD authorized officials with 
information necessary to verify official 
travel by DoD personnel. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

To the Department of State Regional 
Security Officer, U.S. Embassy officials, 
and foreign police for the purpose of 
coordinating security support for DoD 
travelers. 

The DoD ‘Blanket Routine Uses’ set 
forth at the beginning of the Army’s 
compilation of systems of records 
notices also apply to this system. 

Policies and practices for storing, 
retiring, accessing, retaining, and 
disposing of records. 

STORAGE: 
Electronic storage media. 

RETRIEVABILITY: 
Retrieved by individual’s surname, 

Social Security Number and/or passport 
number. 

SAFEGUARDS: 
Electronic records are located in the 

United States European Command’s 
Theater Requirements Automated 

Clearance System (TRACS) computer 
database with build in safeguards. 
Computerized records are maintained in 
controlled areas accessible only to 
authorized personnel with an official 
need to know access. In addition, 
automated files are password protected 
and in compliance with the applicable 
laws and regulations. Another built in 
safeguard of the system is records are 
access to the data through secure 
network. 

RETENTION AND DISPOSAL: 

Records are destroyed 3 months after 
travel is completed. 

SYSTEM MANAGER(S) AND ADDRESS: 

Special Assistant for Security Matters, 
Headquarters, United States European 
Command, Unit 30400, P.O. Box 1000, 
APO AE 09131–1000. 

NOTIFICATION PROCEDURES: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
Special Assistant for Security Matters, 
Headquarters, United States European 
Command, Unit 30400, P.O. Box 1000, 
APO AE 09131–1000. 

Requests should contain individual’s 
full name, Social Security Number, and/ 
or passport number. 

RECORD ACCESS PROCEDURES: 

Individuals seeking to access 
information about themselves that is 
contained in this system of records 
should address written inquiries to the 
Special Assistant for Security Matters, 
Headquarters, United States European 
Command, Unit 30400, P.O. Box 1000, 
APO AE 09131–1000. 

Requests should contain individual’s 
full name, Social Security Number, 
and/or passport number. 

CONTESTING RECORD PROCEDURES: 

The Army’s rules for accessing 
records and for contesting contents and 
appealing initial agency determinations 
are contained in Army Regulation 340– 
21; 32 CFR part 505; or may be obtained 
from the system manager. 

RECORD SOURCE CATEGORIES: 

From individuals. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 

None. 
[FR Doc. 06–1265 Filed 2–10–06; 8:45 am] 

BILLING CODE 5001–06–M 

DEPARTMENT OF DEFENSE 

Department of the Army, Corps of 
Engineers 

Notice of Availability of the 
Supplement Draft Environmental 
Impact Statement for the Proposed 
Everglades Agricultural Area (EAA) 
A–1 Reservoir Located in Palm Beach 
County, FL 

AGENCY: U.S. Army Corps of Engineers, 
DoD. 
ACTION: Notice of availability. 

SUMMARY: The U.S. Army Corps of 
Engineers (USACE) is issuing this notice 
to advise the public that a Supplement 
Draft Environmental Impact Statement 
(EIS) has been completed and is 
available for review and comment. 
DATES: In accordance with the National 
Environmental Policy Act (NEPA), we 
have filed the Supplemental Draft EIS 
with the U.S. Environmental Protection 
Agency (EPA) for publication of their 
notice of availability in the Federal 
Register. The EPA notice officially starts 
the 45-day review period for this 
document. It is the goal of the USACE 
to have this notice published on the 
same date as the EPA notice. However, 
if that does not occur, the date of the 
EPA notice will determine the closing 
date for comments on the Supplemental 
Draft EIS. Comments on the 
Supplemental Draft EIS must be 
submitted to the address below under 
FOR FURTHER INFORMATION CONTACT and 
must be received no later than 5 p.m. 
eastern standard time, Monday, March 
27, 2006. 
ADDRESSES: The Supplemental Draft EIS 
can be viewed online at http:// 
www.saj.usace.army.mil/pao/hotTopics/ 
hot_topics_acceler8.htm (follow the link 
to New Information). Copies of the 
Supplemental Draft EIS are also 
available for review at the following 
libraries: 
Belle Glade Branch Public Library, 530 

S. Main Street, Belle Glade, FL 33430 
Palm Beach County Main Library, 3650 

Summit Blvd., W. Palm Beach, FL 
33406 

Clewiston Public Library, 120 W. 
Osceola Ave., Clewiston, FL 33440 

Pahokee Branch Public Library, 525 
Bacom Point Rd., Pahokee, FL 33476 

Legislative Library, 701 The Capitol, 
Tallahassee, FL 32399–1300 

Glades County Public Library, PO Box 
505, Riverside Dr., Moorehaven, FL 
33471 

South Bay Public Library, 375 SW. 2nd 
Ave., South Bay, FL 33493 

FOR FURTHER INFORMATION CONTACT: Ms. 
Tori White, U.S. Army Corps of 
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