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1 Handbook for Electronic Filing Procedures: 
https://www.usitc.gov/documents/handbook_on_
filing_procedures.pdf. 

2 All contract personnel will sign appropriate 
nondisclosure agreements. 

3 Electronic Document Information System 
(EDIS): https://edis.usitc.gov. 

1 The record is defined in sec. 207.2(f) of the 
Commission’s Rules of Practice and Procedure (19 
CFR 207.2(f)). 

2 83 FR 48278–48289 (September 24, 2018). 
3 Whether the establishment of an industry in the 

United States is materially retarded is not an issue 
in these investigations. 

complaint alleges infringement of U.S. 
Patent Nos. 10,070,669; 10,076,139; 
10,045,568; 10,058,130 and 10,104,915. 
The complainant requests that the 
Commission issue a limited exclusion 
order, cease and desist orders and 
impose a bond during the 60-day review 
period pursuant to 19 U.S.C. 1337(j). 

Proposed respondents, other 
interested parties, and members of the 
public are invited to file comments, not 
to exceed five (5) pages in length, 
inclusive of attachments, on any public 
interest issues raised by the complaint 
or § 210.8(b) filing. Comments should 
address whether issuance of the relief 
specifically requested by the 
complainant in this investigation would 
affect the public health and welfare in 
the United States, competitive 
conditions in the United States 
economy, the production of like or 
directly competitive articles in the 
United States, or United States 
consumers. 

In particular, the Commission is 
interested in comments that: 

(i) explain how the articles potentially 
subject to the requested remedial orders 
are used in the United States; 

(ii) identify any public health, safety, 
or welfare concerns in the United States 
relating to the requested remedial 
orders; 

(iii) identify like or directly 
competitive articles that complainant, 
its licensees, or third parties make in the 
United States which could replace the 
subject articles if they were to be 
excluded; 

(iv) indicate whether complainant, 
complainant’s licensees, and/or third 
party suppliers have the capacity to 
replace the volume of articles 
potentially subject to the requested 
exclusion order and/or a cease and 
desist order within a commercially 
reasonable time; and 

(v) explain how the requested 
remedial orders would impact United 
States consumers. 

Written submissions on the public 
interest must be filed no later than by 
close of business, eight calendar days 
after the date of publication of this 
notice in the Federal Register. There 
will be further opportunities for 
comment on the public interest after the 
issuance of any final initial 
determination in this investigation. Any 
written submissions on other issues 
should be filed no later than by close of 
business nine calendar days after the 
date of publication of this notice in the 
Federal Register. Complainant may file 
a reply to any written submission no 
later than the date on which 
complainant’s reply would be due 
under § 210.8(c)(2) of the Commission’s 

Rules of Practice and Procedure (19 CFR 
210.8(c)(2)). 

Persons filing written submissions 
must file the original document 
electronically on or before the deadlines 
stated above and submit 8 true paper 
copies to the Office of the Secretary by 
noon the next day pursuant to § 210.4(f) 
of the Commission’s Rules of Practice 
and Procedure (19 CFR 210.4(f)). 
Submissions should refer to the docket 
number (‘‘Docket No. 3346’’) in a 
prominent place on the cover page and/ 
or the first page. (See Handbook for 
Electronic Filing Procedures, Electronic 
Filing Procedures.1) Persons with 
questions regarding filing should 
contact the Secretary (202–205–2000). 

Any person desiring to submit a 
document to the Commission in 
confidence must request confidential 
treatment. All such requests should be 
directed to the Secretary to the 
Commission and must include a full 
statement of the reasons why the 
Commission should grant such 
treatment. See 19 CFR 201.6. Documents 
for which confidential treatment by the 
Commission is properly sought will be 
treated accordingly. All such requests 
should be directed to the Secretary to 
the Commission and must include a full 
statement of the reasons why the 
Commission should grant such 
treatment. See 19 CFR 201.6. Documents 
for which confidential treatment by the 
Commission is properly sought will be 
treated accordingly. All information, 
including confidential business 
information and documents for which 
confidential treatment is properly 
sought, submitted to the Commission for 
purposes of this Investigation may be 
disclosed to and used: (i) By the 
Commission, its employees and Offices, 
and contract personnel (a) for 
developing or maintaining the records 
of this or a related proceeding, or (b) in 
internal investigations, audits, reviews, 
and evaluations relating to the 
programs, personnel, and operations of 
the Commission including under 5 
U.S.C. Appendix 3; or (ii) by U.S. 
government employees and contract 
personnel,2 solely for cybersecurity 
purposes. All nonconfidential written 
submissions will be available for public 
inspection at the Office of the Secretary 
and on EDIS.3 

This action is taken under the 
authority of section 337 of the Tariff Act 
of 1930, as amended (19 U.S.C. 1337), 

and of §§ 201.10 and 210.8(c) of the 
Commission’s Rules of Practice and 
Procedure (19 CFR 201.10, 210.8(c)). 

By order of the Commission. 
Issued: October 30, 2018. 

Lisa R. Barton, 
Secretary to the Commission. 
[FR Doc. 2018–24679 Filed 11–9–18; 8:45 am] 

BILLING CODE 7020–02–P 

INTERNATIONAL TRADE 
COMMISSION 

[Investigation Nos. 731–TA–1387–1391 
(Final)] 

Polyethylene Terephthalate Resin 
From Brazil, Indonesia, Korea, 
Pakistan, and Taiwan; Determinations 

On the basis of the record 1 developed 
in the subject investigations, the United 
States International Trade Commission 
(‘‘Commission’’) determines, pursuant 
to the Tariff Act of 1930 (‘‘the Act’’), 
that an industry in the United States is 
not materially injured or threatened 
with material injury by reason of 
imports of polyethylene terephthalate 
(‘‘PET’’) resin from Brazil, Indonesia, 
Korea, Pakistan, and Taiwan that have 
been found by the U.S. Department of 
Commerce (‘‘Commerce’’) to be sold in 
the United States at less than fair value 
(‘‘LTFV’’).2 3 

Background 

The Commission, pursuant to section 
735(b) of the Act (19 U.S.C. 1673d(b)), 
instituted these investigations effective 
September 26, 2017, following receipt of 
petitions filed with the Commission and 
Commerce by DAK Americas LLC, 
Charlotte, North Carolina; Indorama 
Ventures USA, Inc., Decatur, Alabama; 
M&G Polymers USA, LLC, Houston, 
Texas; and Nan Ya Plastics Corporation, 
America, Lake City, South Carolina. The 
Commission scheduled the final phase 
of the investigations following 
notification of preliminary 
determinations by Commerce that 
imports of PET resin from Brazil, 
Indonesia, Korea, Pakistan, and Taiwan 
were being sold at LTFV within the 
meaning of section 733(b) of the Act (19 
U.S.C. 1673b(b)). Notice of the 
scheduling of the final phase of the 
Commission’s investigations and of a 
public hearing to be held in connection 
therewith was given by posting copies 
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of the notice in the Office of the 
Secretary, U.S. International Trade 
Commission, Washington, DC, and by 
publishing the notice in the Federal 
Register of June 6, 2018 (53 FR 26306). 
The hearing was held in Washington, 
DC, on September 13, 2018, and all 
persons who requested the opportunity 
were permitted to appear in person or 
by counsel. 

The Commission made these 
determinations pursuant to section 
735(b) of the Act (19 U.S.C. 1673d(b)). 
It completed and filed its 
determinations in these investigations 
on November 6, 2018. The views of the 
Commission are contained in USITC 
Publication 4835 (November 2018), 
entitled Polyethylene Terephthalate 
Resin from Brazil, Indonesia, Korea, 
Pakistan, and Taiwan: Investigation 
Nos. 731–TA–1387–1391 (Final). 

By order of the Commission. 
Issued: November 6, 2018. 

Lisa Barton, 
Secretary to the Commission. 
[FR Doc. 2018–24621 Filed 11–9–18; 8:45 am] 

BILLING CODE 7020–02–P 

NATIONAL CREDIT UNION 
ADMINISTRATION 

Sunshine Act: Notice of Agency 
Meeting 

TIME AND DATE: 10:00 a.m., Thursday, 
November 15, 2018. 
PLACE: Board Room, 7th Floor, Room 
7047, 1775 Duke Street (All visitors 
must use Diagonal Road Entrance), 
Alexandria, VA 22314–3428. 
STATUS: Open. 
MATTERS TO BE CONSIDERED:  

1. Share Insurance Fund Quarterly 
Report. 

2. 2019–2020 NCUA Budget. 
3. NCUA Rules and Regulations, 

Fidelity Bonds. 
CONTACT PERSON FOR MORE INFORMATION: 
Gerard Poliquin, Secretary of the Board, 
Telephone: 703–518–6304. 

Gerard Poliquin, 
Secretary of the Board. 
[FR Doc. 2018–24836 Filed 11–8–18; 4:15 pm] 

BILLING CODE 7535–01–P 

NATIONAL SCIENCE FOUNDATION 

Request for Information on Update to 
the 2016 Federal Cybersecurity 
Research and Development Strategic 
Plan 

AGENCY: National Coordination Office 
(NCO) for Networking and Information 

Technology Research and Development 
(NITRD); submitted by the National 
Science Foundation. 
ACTION: Notice of request for 
information. 

SUMMARY: Pursuant to the Cybersecurity 
Enhancement Act of 2014, Federal 
agencies must update the Federal 
cybersecurity research and development 
(R&D) strategic plan every four years. 
The NITRD NCO seeks public input for 
the 2019 update of the Federal 
cybersecurity R&D strategic plan. The 
updated plan will be used to guide and 
coordinate federally funded research in 
cybersecurity, including cybersecurity 
education and workforce development, 
and the development of consensus- 
based standards and best practices in 
cybersecurity. 

DATES: To be considered, submissions 
must be received on or before 11:59 p.m. 
(ET) on January 15, 2019. 
ADDRESSES: Submissions to this notice 
may be sent by any of the following 
methods: 

(a) Email: cybersecurity@nitrd.gov. 
Submissions should include ‘‘RFI 
Response: Federal Cybersecurity R&D 
Strategic Plan’’ in the subject line of the 
message. 

(b) Fax: 202–459–9673, Attn: Tomas 
Vagoun. 

(c) Mail: NCO/NITRD, Attn: Tomas 
Vagoun, 2415 Eisenhower Avenue, 
Alexandria, VA 22314, USA. 

Instructions: Response to this RFI is 
voluntary. Submissions must not exceed 
25 pages in 12-point or larger font, with 
a page number provided on each page. 
Responses should include the name of 
the person(s) or organization(s) 
providing the submission. 

Responses to this RFI may be posted 
online at http://www.nitrd.gov. 
Therefore, we request that no business- 
proprietary information, copyrighted 
information, or personally identifiable 
information be submitted in response to 
this RFI. 

In accordance with FAR 15.202(3), 
responses to this notice are not offers 
and cannot be accepted by the Federal 
Government to form a binding contract. 
Responders are solely responsible for all 
expenses associated with responding to 
this RFI. 
FOR FURTHER INFORMATION CONTACT: 
Tomas Vagoun at cybersecurity@
nitrd.gov or 202–459–9674, or by 
mailing to NCO/NITRD, 2415 
Eisenhower Avenue, Alexandria, VA 
22314, USA. Individuals who use a 
telecommunications device for the deaf 
(TDD) may call the Federal Information 
Relay Service (FIRS) at 1–800–877–8339 

between 8 a.m. and 8 p.m., Eastern time, 
Monday through Friday. 
SUPPLEMENTARY INFORMATION: The 
Cybersecurity Enhancement Act of 2014 
(https://www.gpo.gov/fdsys/pkg/PLAW- 
113publ274/pdf/PLAW-113publ274.pdf) 
requires that every four years the 
applicable Federal agencies, working 
through the National Science and 
Technology Council and the Networking 
and Information Technology R&D 
(NITRD) program, develop and update a 
Federal cybersecurity research and 
development strategic plan. 

The most recent version of the 
strategic plan was released in February 
2016 (https://www.nitrd.gov/pubs/2016- 
Federal-Cybersecurity-Research-and- 
Development-Strategic-Plan.pdf). This 
strategic plan identifies four categories 
of defensive capabilities (deter, protect, 
detect, adapt) and six critical dependent 
areas (scientific foundations, risk 
management, human aspects, transition 
to practice, workforce development, and 
infrastructure for research) as the 
structure for focusing and coordinating 
Federal cybersecurity R&D activities. 
The quadrennial strategic plan update 
(to be released by end of 2019) will 
leverage this structure. 

On behalf of Federal agencies and the 
NITRD Cyber Security and Information 
Assurance Interagency Working Group, 
the NCO for NITRD seeks public input 
on Federal priorities in cybersecurity 
R&D. Responders should consider a 10- 
year time frame when characterizing the 
challenges, prospective research 
activities, and desired outcomes. 
Responders are asked to answer one or 
more of the following questions: 

1. What innovative, transformational 
technologies have the potential to 
greatly enhance the security, reliability, 
resiliency, and trustworthiness of the 
digital infrastructure, and to protect 
consumer privacy? 

2. What progress has been made 
against the goals of the 2016 Federal 
Cybersecurity R&D Strategic Plan? Are 
there mature private-sector solutions 
that address the deficiencies raised in 
the 2016 Strategic Plan? What areas of 
research or topics of the 2016 Strategic 
Plan no longer need to be prioritized for 
federally funded basic research? 

3. What areas of research or topics of 
the 2016 Strategic Plan should continue 
to be a priority for federally funded 
research and require continued Federal 
R&D investments? 

4. What challenges or objectives not 
included in the 2016 Strategic Plan 
should be strategic priorities for 
federally funded R&D in cybersecurity? 
Discuss what new capabilities would be 
desired, what objectives should guide 
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