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TIA 102.BAAD–B Conventional Proce-
dures (2015), Section 6.1.1.3 with valida-
tion testing according to TIA– 
102.CABA Conventional Interoper-
ability Testing for Voice Operation in 
Conventional Systems (2010), Test Case 
2.2.3.4.1, Test Case 2.2.1.4.1 (Direct, nor-
mal squelch), Test Case 2.4.9.4.1 (Re-
peated, monitor squelch), and Test 
Case 2.4.1.4.1 (Repeated, normal 
squelch). 

(3) A subscriber unit must properly 
implement conventional network ac-
cess codes values (NAC) of $293 and 
$F7E in conformance with the fol-
lowing standards: TIA–102.BAAC–C 
Common Air Interface Reserved Values 
(2011), Section 2.1 with validation test-
ing according to TIA–102.CABA Inter-
operability Testing for Voice Operation 
in Conventional Systems (2010), Test 
Case 2.2.1.4.1 and Test Case 2.2.8.4.1. 

(4) A fixed conventional repeater 
must be able to repeat the correct/ 
matching network access code (NAC) 
for all subscriber call types (clear and 
encrypted) using the same output NAC 
in conformance with the following 
standards: TIA 102.BAAD–B Conven-
tional Procedures (2015), Section 2.5 
with validation testing according to 
TIA–102.CABA Interoperability Testing 
for Voice Operation in Conventional 
Systems (2010), Test Case 2.4.1.4.1, and 
Test Case 2.4.2.4.1. 

(5) A fixed conventional repeater 
must be able to repeat the correct/ 
matching network access code (NAC) 
for all subscriber call types (clear and 
encrypted) using a different output 
NAC in conformance with the following 
standards: TIA 102.BAAD–B Conven-
tional Procedures (2015), Section 2.5 
with validation testing according to 
TIA–102.CABA Interoperability Testing 
for Voice Operation in Conventional 
Systems (2010), Test Case 2.4.3.4.1 and 
Test Case 2.4.4.4.1. 

(6) A fixed conventional repeater 
must be able to reject (no repeat) all 
input transmissions with incorrect net-
work access code (NAC) in conform-
ance with the following standard: TIA 
102.BAAD–B Conventional Procedures 
(2015), Section 2.5 with validation test-
ing according to TIA–102.CABA Inter-
operability Testing for Voice Operation 
in Conventional Systems (2010), Test 
Case 2.4.1.4.1, and Test Case 2.4.2.4.1. 

(7) A fixed conventional repeater 
must be able to support the correct im-
plementation of network access code 
(NAC) values $F7E and $F7F in con-
formance with the following standards: 
TIA 102.BAAD–B Conventional Proce-
dures (2015), Section 2.5 with validation 
testing according to TIA–102.CABA 
Interoperability Testing for Voice Op-
eration in Conventional Systems (2010), 
Test Case 2.4.5.4.1, Test Case 2.4.6.4.1, 
and Test Case 2.4.7.4.1. 

[79 FR 39340, July 10, 2014, as amended at 79 
FR 71326, Dec. 2, 2014; 83 FR 30367, June 28, 
2018] 

§ 90.549 Transmitter certification. 
Transmitters operated in the 758–775 

MHz and 788–805 MHz frequency bands 
must be of a type that have been au-
thorized by the Commission under its 
certification procedure as required by 
§ 90.203. 

[79 FR 600, Jan. 6, 2014] 

§ 90.551 Construction requirements. 
Each station authorized under this 

subpart to operate in the 769–775 MHz 
and 799–805 MHz frequency bands must 
be constructed and placed into oper-
ation within 12 months from the date 
of grant of the authorization, except 
for State channels. However, licensees 
may request a longer construction pe-
riod, up to but not exceeding 5 years, 
pursuant to § 90.155(b). State channels 
are subject to the build-out require-
ments in § 90.529. 

[72 FR 48863, Aug. 24, 2007] 

§ 90.553 Encryption. 
(a) Encryption is permitted on all but 

the two nationwide Interoperability 
calling channels. Radios employing 
encryption must have a readily acces-
sible switch or other readily accessible 
control that permits the radio user to 
disable encryption. 

(b) If encryption is employed, then 
transmitters manufactured after Au-
gust 11, 2014 must use the Advanced 
Encryption Standard (AES) specified in 
ANSI/TIA–102.AAAD–A: Project 25 Dig-
ital Land Mobile Radio-Block 
Encryption Protocol, approved August 
20, 2009 Until 2030, manufacturers may 
also include the Digital Encryption 
Standard (DES) or Triple Data 
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Encryption Algorithm (TDEA), in addi-
tion to but not in place of AES, for 
compatibility with legacy radios that 
lack AES capability. The Director of 
the Federal Register approves this in-
corporation by reference in accordance 
with 5 U.S.C. 552(a) and 1 CFR part 51. 
The standard can also be purchased 
from TIA/EIA, 2500 Wilson Boulevard, 
Arlington, VA 22201 703–907–7974; Global 
Engineering Documents, 15 Inverness 
Way East, Englewood, CO 80112; or the 
American National Standards Insti-
tute, 25 West 43rd Street, Fourth Floor, 
New York, NY 10036, www.ansi.org. Ma-
terial incorporated by reference may 
be inspected at the Federal Commu-
nications Commission, 445 12th Street 
SW., Washington, DC (Reference Infor-
mation Center) 202–418–0270 or at the 
National Archives and Records Admin-
istration (NARA). For information on 
the availability of this material at 
NARA, call 202–741–6030, or go to: http:// 
www.archives.gov/federallregister/ 
codeloflfederallregulations/ 
ibrllocations.html. 

(c) The Director of the Federal Reg-
ister approves this incorporation by 
reference in accordance with 5 U.S.C. 
552(a) and 1 CFR part 51. Copies of the 
standard listed in this section that are 
incorporated by reference may be in-
spected at the Federal Communica-
tions Commission, 445 12th Street, SW., 
Washington, DC (Reference Informa-
tion Center) or at the National Ar-
chives and Records Administration 
(NARA). For information on the avail-
ability of this material at NARA, call 
202–741–6030, or go to: http:// 
www.archives.gov/federallregister/ 
codeloflfederallregulations/ 
ibrllocations.html. The standard can 
also be purchased from TIA/EIA, 2500 
Wilson Boulevard, Arlington, VA, 22201; 
Global Engineering Documents, 15 In-
verness Way East, Englewood, CO 80112; 
or the American National Standards 
Institute, 25 West 43rd Street, Fourth 
Floor, New York, NY 10036 (or via the 
Internet at www.ansi.org.) 

[66 FR 10636, Feb. 16, 2001, as amended at 67 
FR 61006, Sept. 26, 2002; 79 FR 39341, July 10, 
2014] 

§ 90.555 Information exchange. 
(a) Prior notification. Public safety li-

censees authorized to operate in the 

758–775 MHz and 788–805 MHz bands may 
notify any licensee authorized to oper-
ate in the 746–757 MHz or 776–787 MHz 
bands that they wish to receive prior 
notification of the activation or modi-
fication of the licensee’s base or fixed 
stations in their area. Thereafter, the 
746–757 MHz or 776–787 MHz band li-
censee must provide the following in-
formation to the public safety licensee 
at least 10 business days before a new 
base or fixed station is activated or an 
existing base or fixed station is modi-
fied: 

(1) Location; 
(2) Effective radiated power; 
(3) Antenna height; and 
(4) Channels available for use. 
(b) Purpose of prior notification. The 

prior coordination of base or fixed sta-
tions is for informational purposes 
only. Public safety licensees are not af-
forded the right to accept or reject the 
activation of a proposed base or fixed 
station or to unilaterally require 
changes in its operating parameters. 
The principal purposes of notification 
are to: 

(1) Allow a public safety licensee to 
advise the 746–757 or 776–787 MHz band 
licensee whether it believes a proposed 
base or fixed station will generate un-
acceptable interference; 

(2) Permit 746–757 and 776–787 MHz 
band licensees to make voluntary 
changes in base or fixed station param-
eters when a public safety licensee 
alerts them to possible interference; 
and, 

(3) Rapidly identify the source if in-
terference is encountered when the 
base or fixed station is activated. 

(c) Public Safety Information Exchange. 
(1) Upon request by a 746–757 or 776–787 
MHz band licensee, public safety li-
censees authorized to operate radio 
systems in the 758–775 and 788–805 MHz 
bands shall provide the operating pa-
rameters of their radio system to the 
746–757 or 776–787 MHz band licensee. 

(2) Public safety licensees who per-
form the information exchange de-
scribed in this section must notify the 
appropriate 746–757 or 776–787 MHz band 
licensees prior to any technical 
changes to their radio system. 

[72 FR 27713, May 16, 2007, as amended at 72 
FR 67578, Nov. 29, 2007; 79 FR 601, Jan. 6, 2014] 
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