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TRS provider, the TRS provider may 
share CPNI among the TRS provider’s 
affiliated entities that provide a TRS 
offering to the customer. 

(2) If a TRS provider provides dif-
ferent categories of TRS, but the TRS 
provider is currently not the default 
provider for that customer for more 
than one offering by the TRS provider, 
the TRS provider shall not share CPNI 
with its affiliates, except as provided 
in § 64.5107(b) of this subpart. 

(b) A TRS provider shall not use, dis-
close, or permit access to CPNI as de-
scribed in this paragraph (b). 

(1) A TRS provider shall not use, dis-
close, or permit access to CPNI to mar-
ket to a customer TRS offerings that 
are within a category of TRS for which 
the TRS provider is not currently the 
default provider for that customer, un-
less that TRS provider has customer 
approval to do so. 

(2) A TRS provider shall not identify 
or track CPNI of customers that call 
competing TRS providers and, notwith-
standing any other provision of this 
subpart, a TRS provider shall not use, 
disclose or permit access to CPNI re-
lated to a customer call to a competing 
TRS provider. 

(c) A TRS provider may use, disclose, 
or permit access to CPNI, without cus-
tomer approval, as described in this 
paragraph (c). 

(1) A TRS provider may use, disclose 
or permit access to CPNI derived from 
its provision of TRS without customer 
approval, for the provision of CPE or 
iTRS access technology, and call an-
swering, voice or video mail or mes-
saging, voice or video storage and re-
trieval services. 

(2) A TRS provider may use, disclose, 
or permit access to CPNI, without cus-
tomer approval, in its provision of in-
side wiring installation, maintenance, 
and repair services. 

(3) A TRS provider may use CPNI, 
without customer approval, to market 
services formerly known as adjunct-to- 
basic services, such as, but not limited 
to, speed dialing, call waiting, caller 
I.D., and call forwarding, only to those 
customers that are currently reg-
istered with that TRS provider as their 
default provider. 

(4) A TRS provider shall use, disclose, 
or permit access to CPNI to the extent 
necessary to: 

(i) Accept and handle 911/E911 calls; 
(ii) Access, either directly or via a 

third party, a commercially available 
database that will allow the TRS pro-
vider to determine an appropriate Pub-
lic Safety Answering Point, designated 
statewide default answering point, or 
appropriate local emergency authority 
that corresponds to the caller’s loca-
tion; 

(iii) Relay the 911/E911 call to that 
entity; and 

(iv) Facilitate the dispatch and re-
sponse of emergency service or law en-
forcement personnel to the caller’s lo-
cation, in the event that the 911/E911 
call is disconnected or the caller be-
comes incapacitated. 

(5) A TRS provider shall use, disclose, 
or permit access to CPNI upon request 
by the administrator of the TRS Fund, 
as that term is defined in 
§ 64.604(c)(5)(iii) of this part, or by the 
Commission for the purpose of admin-
istration and oversight of the TRS 
Fund, including the investigation and 
prevention of fraud, abuse, and misuse 
of TRS and seeking repayment to the 
TRS Fund for non-compensable min-
utes. 

(6) A TRS provider may use, disclose, 
or permit access to CPNI to protect the 
rights or property of the TRS provider, 
or to protect users of those services, 
other TRS providers, and the TRS 
Fund from fraudulent, abusive, or un-
lawful use of such services. 

[79 FR 40613, July 5, 2013] 

§ 64.5107 Approval required for use of 
customer proprietary network in-
formation. 

(a) A TRS provider may obtain ap-
proval through written, oral, elec-
tronic, or sign language methods. 

(1) A TRS provider relying on oral or 
sign language approval shall bear the 
burden of demonstrating that such ap-
proval has been given in compliance 
with the Commission’s rules in this 
part. 

(2) Approval or disapproval to use, 
disclose, or permit access to a cus-
tomer’s CPNI obtained by a TRS pro-
vider must remain in effect until the 

VerDate Sep<11>2014 13:27 May 13, 2021 Jkt 250216 PO 00000 Frm 00512 Fmt 8010 Sfmt 8010 Y:\SGML\250216.XXX 250216



503 

Federal Communications Commission § 64.5108 

customer revokes or limits such ap-
proval or disapproval. A TRS provider 
shall accept any such customer revoca-
tion, whether in written, oral, elec-
tronic, or sign language methods. 

(3) A TRS provider must maintain 
records of approval, whether oral, writ-
ten, electronic, or sign language, dur-
ing the time period that the approval 
or disapproval is in effect and for at 
least one year thereafter. 

(b) Use of opt-in and opt-out approval 
processes. (1) Opt-in approval requires 
that the TRS provider obtain from the 
customer affirmative, express consent 
allowing the requested CPNI usage, dis-
closure, or access after the customer is 
provided appropriate notification of 
the TRS provider’s request consistent 
with the requirements set forth in this 
subpart. 

(2) With opt-out approval, a customer 
is deemed to have consented to the use, 
disclosure, or access to the customer’s 
CPNI if the customer has failed to ob-
ject thereto within the waiting period 
described in § 64.5108(d)(1) of this sub-
part after the TRS provider has pro-
vided to the customer appropriate noti-
fication of the TRS provider’s request 
for consent consistent with the rules in 
this subpart. 

(3) A TRS provider may only use, dis-
close, or permit access to the cus-
tomer’s individually identifiable CPNI 
with the customer’s opt-in approval, 
except as follows: 

(i) Where a TRS provider is permitted 
to use, disclose, or permit access to 
CPNI without customer approval under 
§ 64.5105 of this subpart. 

(ii) Where a TRS provider is per-
mitted to use, disclose, or permit ac-
cess to CPNI by making use of cus-
tomer opt-in or opt-out approval under 
paragraph (?)(4) of this section. 

(4) A TRS provider may make use of 
customer opt-in or opt-out approval to 
take the following actions with respect 
to CPNI: 

(i) Use its customer’s individually 
identifiable CPNI for the purpose of 
lawfully marketing TRS-related serv-
ices to that customer. 

(ii) Disclose its customer’s individ-
ually identifiable CPNI to its agents 
and its affiliates that provide TRS-re-
lated services for the purpose of law-
fully marketing TRS-related services 

to that customer. A TRS provider may 
also permit such persons or entities to 
obtain access to such CPNI for such 
purposes. 

[79 FR 40613, July 5, 2013] 

§ 64.5108 Notice required for use of 
customer proprietary network in-
formation. 

(a) Notification, generally. (1) Prior to 
any solicitation for customer approval 
to use, disclose, or permit access to 
CPNI, a TRS provider shall provide no-
tification to the customer of the cus-
tomer’s right to deny or restrict use of, 
disclosure of, and access to that cus-
tomer’s CPNI. 

(2) A TRS provider shall maintain 
records of notification, whether oral, 
written, electronic, or sign language, 
during the time period that the ap-
proval is in effect and for at least one 
year thereafter. 

(b) Individual notice. A TRS provider 
shall provide individual notice to cus-
tomers when soliciting approval to use, 
disclose, or permit access to customers’ 
CPNI. 

(c) Content of notice. Customer notifi-
cation shall provide sufficient informa-
tion in clear and unambiguous lan-
guage to enable the customer to make 
an informed decision as to whether to 
permit a TRS provider to use, disclose, 
or permit access to, the customer’s 
CPNI. 

(1) The notification shall state that 
the customer has a right to deny any 
TRS provider the right to use, disclose 
or permit access to the customer’s 
CPNI, and the TRS provider has a duty, 
under federal law, to honor the cus-
tomer’s right and to protect the con-
fidentiality of CPNI. 

(2) The notification shall specify the 
types of information that constitute 
CPNI and the specific entities that will 
use, receive or have access to the CPNI, 
describe the purposes for which CPNI 
will be used, and inform the customer 
of his or her right to disapprove those 
uses, and deny or withdraw the cus-
tomer’s consent to use, disclose, or per-
mit access to access to CPNI at any 
time. 

(3) The notification shall advise the 
customer of the precise steps the cus-
tomer must take in order to grant or 
deny use, disclosure, or access to CPNI, 
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