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Federal Communications Commission § 64.1201 

§ 64.1200 Delivery restrictions. 

* * * * * 

(f) * * * 
(17) The term effectively mitigate means 

identifying the source of the traffic and pre-
venting that source from continuing to origi-
nate traffic of the same or similar nature. 

* * * * * 

(k) Voice service providers may block calls 
so that they do not reach a called party as 
follows: 

* * * * * 

(3) A terminating provider may block a 
voice call without liability under the Com-
munications Act or the Commission’s rules 
where: 

(i) Calls are blocked based on the use of 
reasonable analytics designed to identify un-
wanted calls; 

(ii) Those analytics include consideration 
of caller ID authentication information 
where available; 

(iii) A consumer may opt out of blocking 
and is provided with sufficient information 
to make an informed decision; 

(iv) All analytics are applied in a non-dis-
criminatory, competitively neutral manner; 

(v) Blocking services are provided with no 
additional line-item charge to consumers; 
and 

(vi) The terminating provider provides, 
without charge to the caller, the redress re-
quirements set forth in paragraph (k)(8) of 
this section. 

(4) A provider may block voice calls or 
cease to accept traffic from an originating or 
intermediate provider without liability 
under the Communications Act or the Com-
mission’s rules where the originating or in-
termediate provider, when notified by the 
Commission, fails to effectively mitigate il-
legal traffic within 48 hours or fails to imple-
ment effective measures to prevent new and 
renewing customers from using its network 
to originate illegal calls. Prior to initiating 
blocking, the provider shall provide the 
Commission with notice and a brief sum-
mary of the basis for its determination that 
the originating or intermediate provider 
meets one or more of these two conditions 
for blocking. 

(5) A provider may not block a voice call 
under paragraphs (k)(1) through (4) of this 
section if the call is an emergency call 
placed to 911. 

(6) A provider may not block calls under 
paragraphs (k)(1) through (4) of this section 
unless that provider makes all reasonable ef-
forts to ensure that calls from public safety 
answering points and government emergency 
numbers are not blocked. 

(7) For purposes of this section, a provider 
may rely on Caller ID information to deter-
mine the purported originating number with-
out regard to whether the call, in fact origi-
nated from that number. 

(8) Any terminating provider blocking pur-
suant to this subsection must provide a sin-
gle point of contact, readily available on the 
terminating provider’s public-facing website, 
for handling call blocking error complaints 
and must resolve disputes within a reason-
able time. When a caller makes a credible 
claim of erroneous blocking and the termi-
nating provider determines that the calls 
should not have been blocked, the termi-
nating provider must promptly cease block-
ing calls from that number unless cir-
cumstances change. The terminating pro-
vider may not impose any charge on callers 
for reporting, investigating, or resolving 
blocking error complaints. 

§ 64.1201 Restrictions on billing name 
and address disclosure. 

(a) As used in this section: 
(1) The term billing name and address 

means the name and address provided 
to a local exchange company by each of 
its local exchange customers to which 
the local exchange company directs 
bills for its services. 

(2) The term ‘‘telecommunications 
service provider’’ means interexchange 
carriers, operator service providers, en-
hanced service providers, and any other 
provider of interstate telecommuni-
cations services. 

(3) The term authorized billing agent 
means a third party hired by a tele-
communications service provider to 
perform billing and collection services 
for the telecommunications service 
provider. 

(4) The term bulk basis means billing 
name and address information for all 
the local exchange service subscribers 
of a local exchange carrier. 

(5) The term LEC joint use card means 
a calling card bearing an account num-
ber assigned by a local exchange car-
rier, used for the services of the local 
exchange carrier and a designated 
interexchange carrier, and validated by 
access to data maintained by the local 
exchange carrier. 

(b) No local exchange carrier pro-
viding billing name and address shall 
disclose billing name and address infor-
mation to any party other than a tele-
communications service provider or an 
authorized billing and collection agent 
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of a telecommunications service pro-
vider. 

(c)(1) No telecommunications service 
provider or authorized billing and col-
lection agent of a telecommunications 
service provider shall use billing name 
and address information for any pur-
pose other than the following: 

(i) Billing customers for using tele-
communications services of that serv-
ice provider and collecting amounts 
due; 

(ii) Any purpose associated with the 
‘‘equal access’’ requirement of United 
States v. AT&T 552 F.Supp. 131 (D.D.C. 
1982); and 

(iii) Verification of service orders of 
new customers, identification of cus-
tomers who have moved to a new ad-
dress, fraud prevention, and similar 
nonmarketing purposes. 

(2) In no case shall any telecommuni-
cations service provider or authorized 
billing and collection agent of a tele-
communications service provider dis-
close the billing name and address in-
formation of any subscriber to any 
third party, except that a tele-
communications service provider may 
disclose billing name and address infor-
mation to its authorized billing and 
collection agent. 

(d) [Reserved] 
(e)(1) All local exchange carriers pro-

viding billing name and address infor-
mation shall notify their subscribers 
that: 

(i) The subscriber’s billing name and 
address will be disclosed, pursuant to 
Policies and Rules Concerning Local 
Exchange Carrier Validation and Bill-
ing Information for Joint Use Calling 
Cards, CC Docket No. 91–115, FCC 93– 
254, adopted May 13, 1993, whenever the 
subscriber uses a LEC joint use card to 
pay for services obtained from the tele-
communications service provider, and 

(ii) The subscriber’s billing name and 
address will be disclosed, pursuant to 
Policies and Rules Concerning Local 
Exchange Carrier Validation and Bill-
ing Information for Joint Use Calling 
Cards, CC Docket No. 91–115, FCC 93– 
254, adopted May 13, 1993, whenever the 
subscriber accepts a third party or col-
lect call to a telephone station pro-
vided by the LEC to the subscriber. 

(2) In addition to the notification 
specified in paragraph (e)(1) of this sec-

tion, all local exchange carriers pro-
viding billing name and address infor-
mation shall notify their subscribers 
with unlisted or nonpublished tele-
phone numbers that: 

(i) Customers have a right to request 
that their BNA not be disclosed, and 
that customers may prevent BNA dis-
closure for third party and collect calls 
as well as calling card calls; 

(ii) LECs will presume that unlisted 
and nonpublished end users consent to 
disclosure and use of their BNA if cus-
tomers do not affirmatively request 
that their BNA not be disclosed; and 

(iii) The presumption in favor of con-
sent for disclosure will begin 30 days 
after customers receive notice. 

(3) No local exchange carrier shall 
disclose the billing name and address 
information associated with any call-
ing card call made by any subscriber 
who has affirmatively withheld consent 
for disclosure of BNA information, or 
for any third party or collect call 
charged to any subscriber who has af-
firmatively withheld consent for dis-
closure of BNA information. 

[53 FR 36145, July 6, 1993, as amended at 58 
FR 65671, Dec. 16, 1993; 61 FR 8880, Mar. 6, 
1996] 

§ 64.1202 Public safety answering 
point do-not-call registry. 

(a) As used in this section, the fol-
lowing terms are defined as: 

(1) Operators of automatic dialing or 
robocall equipment. Any person or enti-
ty who uses an automatic telephone di-
aling system, as defined in section 
227(a)(1) of the Communications Act of 
1934, as amended, to make telephone 
calls with such equipment. 

(2) Public Safety Answering Point 
(PSAP). A facility that has been des-
ignated to receive emergency calls and 
route them to emergency service per-
sonnel pursuant to section 222(h)(4) of 
the Communications Act of 1934, as 
amended. As used in this section, this 
term includes both primary and sec-
ondary PSAPs. 

(3) Emergency purpose. A call made 
necessary in any situation affecting 
the health and safety of any person. 

(b) PSAP numbers and registration. 
Each PSAP may designate a represent-
ative who shall be required to file a 
certification with the administrator of 
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