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the year in which the costs were in-
curred and the offset against the car-
rier’s universal service obligation was 
applied. 

[63 FR 67009, Dec. 4, 1998] 

§ 54.516 Auditing and inspections. 
(a) Recordkeeping requirements—(1) 

Schools, libraries, and consortia. Schools, 
libraries, and any consortium that in-
cludes schools or libraries shall retain 
all documents related to the applica-
tion for, receipt, and delivery of sup-
ported services for at least 10 years 
after the latter of the last day of the 
applicable funding year or the service 
delivery deadline for the funding re-
quest. Any other document that dem-
onstrates compliance with the statu-
tory or regulatory requirements for the 
schools and libraries mechanism shall 
be retained as well. Schools, libraries, 
and consortia shall maintain asset and 
inventory records of equipment pur-
chased as components of supported cat-
egory two services sufficient to verify 
the actual location of such equipment 
for a period of 10 years after purchase. 

(2) Service providers. Service providers 
shall retain documents related to the 
delivery of supported services for at 
least 10 years after the latter of the 
last day of the applicable funding year 
or the service delivery deadline for the 
funding request. Any other document 
that demonstrates compliance with the 
statutory or regulatory requirements 
for the schools and libraries mecha-
nism shall be retained as well. 

(b) Production of records. Schools, li-
braries, consortia, and service pro-
viders shall produce such records at the 
request of any representative (includ-
ing any auditor) appointed by a state 
education department, the Adminis-
trator, the FCC, or any local, state or 
federal agency with jurisdiction over 
the entity. 

(c) Audits. Schools, libraries, con-
sortia, and service providers shall be 
subject to audits and other investiga-
tions to evaluate their compliance with 
the statutory and regulatory require-
ments for the schools and libraries uni-
versal service support mechanism, in-
cluding those requirements pertaining 
to what services and products are pur-
chased, what services and products are 
delivered, and how services and prod-

ucts are being used. Schools, libraries, 
and consortia receiving discounted 
services must provide consent before a 
service provider releases confidential 
information to the auditor, reviewer, 
or other representative. 

(d) Inspections. Schools, libraries, 
consortia and service providers shall 
permit any representative (including 
any auditor) appointed by a state edu-
cation department, the Administrator, 
the Commission or any local, state or 
federal agency with jurisdiction over 
the entity to enter their premises to 
conduct E-rate compliance inspections. 

[79 FR 49203, Aug. 19, 2014] 

§§ 54.517–54.518 [Reserved] 

§ 54.519 State telecommunications net-
works. 

(a) Telecommunications services. State 
telecommunications networks may se-
cure discounts under the universal 
service support mechanisms on sup-
ported telecommunications services (as 
described in § 54.502(a)) on behalf of eli-
gible schools and libraries (as described 
in § 54.501) or consortia that include an 
eligible school or library. Such state 
telecommunications networks shall 
pass on such discounts to eligible 
schools and libraries and shall: 

(1) Maintain records listing each eli-
gible school and library and showing 
the basis for each eligibility deter-
mination; 

(2) Maintain records demonstrating 
the discount amount to which each eli-
gible school and library is entitled and 
the basis for such determination; 

(3) Take reasonable steps to ensure 
that each eligible school or library re-
ceives a proportionate share of the 
shared services; 

(4) Request that service providers 
apply the appropriate discount 
amounts on the portion of the sup-
ported services used by each school or 
library; 

(5) Direct eligible schools and librar-
ies to pay the discounted price; and 

(6) Comply with the competitive bid 
requirements set forth in § 54.503. 

(b) Internet access and installation and 
maintenance of internal connections. 
State telecommunications networks ei-
ther may secure discounts on Internet 
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access and installation and mainte-
nance of internal connections in the 
manner described in paragraph (a) of 
this section with regard to tele-
communications, or shall be eligible, 
consistent with § 54.502(a), to receive 
universal service support for providing 
such services to eligible schools, librar-
ies, and consortia including those enti-
ties. 

[63 FR 2131, Jan. 13, 1998; 63 FR 33586, June 19, 
1998, as amended at 75 FR 75415, Dec. 3, 2010] 

§ 54.520 Children’s Internet Protection 
Act certifications required from re-
cipients of discounts under the fed-
eral universal service support 
mechanism for schools and librar-
ies. 

(a) Definitions. 
(1) School. For the purposes of the 

certification requirements of this rule, 
school means school, school board, 
school district, local education agency 
or other authority responsible for ad-
ministration of a school. 

(2) Library. For the purposes of the 
certification requirements of this rule, 
library means library, library board or 
authority responsible for administra-
tion of a library. 

(3) Billed entity. Billed entity is de-
fined in § 54.500. In the case of a consor-
tium, the billed entity is the lead 
member of the consortium. 

(4) Statutory definitions. 
(i) The term ‘‘minor’’ means any in-

dividual who has not attained the age 
of 17 years. 

(ii) The term ‘‘obscene’’ has the 
meaning given such term in 18 U.S.C. 
1460. 

(iii) The term ‘‘child pornography’’ 
has the meaning given such term in 18 
U.S.C. 2256. 

(iv) The term ‘‘harmful to minors’’ 
means any picture, image, graphic 
image file, or other visual depiction 
that— 

(A) Taken as a whole and with re-
spect to minors, appeals to a prurient 
interest in nudity, sex, or excretion; 

(B) Depicts, describes, or represents, 
in a patently offensive way with re-
spect to what is suitable for minors, an 
actual or simulated sexual act or sex-
ual contact, actual or simulated nor-
mal or perverted sexual acts, or a lewd 
exhibition of the genitals; and 

(C) Taken as a whole, lacks serious 
literary, artistic, political, or scientific 
value as to minors. 

(v) The terms ‘‘sexual act’’ and ‘‘sex-
ual contact’’ have the meanings given 
such terms in 18 U.S.C. 2246. 

(vi) The term ‘‘technology protection 
measure’’ means a specific technology 
that blocks or filters Internet access to 
the material covered by a certification 
under paragraph (c) of this section. 

(b) Who is required to make certifi-
cations? (1) A school or library that re-
ceives discounts for Internet access and 
internal connections services under the 
federal universal service support mech-
anism for schools and libraries, must 
make such certifications as described 
in paragraph (c) of this section. The 
certifications required and described in 
paragraph (c) of this section must be 
made in each funding year. 

(2) Schools and libraries that only re-
ceive discounts for telecommuni-
cations services under the federal uni-
versal service support mechanism for 
schools and libraries are not subject to 
the requirements 47 U.S.C. 254(h) and 
(l), but must indicate, pursuant to the 
certification requirements in para-
graph (c) of this section, that they only 
receive discounts for telecommuni-
cations services. 

(c) Certifications required under 47 
U.S.C. 254(h) and (l)—(1) Schools. The 
billed entity for a school that receives 
discounts for Internet access or inter-
nal connections must certify on FCC 
Form 486 that an Internet safety policy 
is being enforced. If the school is an el-
igible member of a consortium but is 
not the billed entity for the consor-
tium, the school must certify instead 
on FCC Form 479 (‘‘Certification to 
Consortium Leader of Compliance with 
the Children’s Internet Protection 
Act’’) that an Internet safety policy is 
being enforced. 

(i) The Internet safety policy adopted 
and enforced pursuant to 47 U.S.C. 
254(h) must include a technology pro-
tection measure that protects against 
Internet access by both adults and mi-
nors to visual depictions that are ob-
scene, child pornography, or, with re-
spect to use of the computers by mi-
nors, harmful to minors. The school 
must enforce the operation of the tech-
nology protection measure during use 
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