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(3) Processing such converted mes-
sages in accordance with the other sec-
tions of this part. 

(b) EAS Participants may comply 
with the requirements of this section 
by deploying an Intermediary Device. 
If an EAS Participant elects to meet 
the requirements of this section by de-
ploying an Intermediary Device, it 
shall be required to construct visual 
messages from CAP-formatted EAS 
messages in accordance with § 3.6 of the 
‘‘ECIG Recommendations for a CAP 
EAS Implementation Guide, Version 
1.0’’ (May 17, 2010), as set forth in 
§§ 11.51(d), (g)(3), (h)(3), and (j)(2) of this 
part, on or by June 30, 2015. 

(c) The standards required in this 
section are incorporated by reference 
into this section with the approval of 
the Director of the Federal Register 
under 5 U.S.C. 552(a) and 1 CFR part 51. 
To enforce any edition other than that 
specified in this section, the Federal 
Communications Commission must 
publish notice of change in the FED-
ERAL REGISTER and the material must 
be available to the public. All approved 
material is available for inspection at 
the Federal Communications Commis-
sion, 445 12th Street SW., Washington, 
DC (Reference Information Center) and 
is available from the sources indicated 
below. It is also available for inspec-
tion at the National Archives and 
Records Administration (NARA). For 
information on the availability of this 
material at NARA, call 202–741–6030 or 
go to http://www.archives.gov/ 
federallregister/ 
codeloflfederallregulations/ 
ibrllocations.html. 

(1) The following standard is avail-
able from the EAS–CAP Industry 
Group (ECIG), 21010 Southbank Street, 
#365, Sterling, VA 20165, or go to http:// 
www.eas-cap.org. 

(i) ‘‘ECIG Recommendations for a 
CAP EAS Implementation Guide, 
Version 1.0’’ (May 17, 2010). 

(ii) [Reserved] 
(2) The following standards are avail-

able from Organization for the Ad-
vancement of Structured Information 
Standards (OASIS), 25 Corporate Drive, 
Suite 103, Burlington, MA 01803–4238, 
call 781–425–5073, or go to http:// 
www.oasis-open.org. 

(i) ‘‘Common Alerting Protocol 
Version 1.2’’ (July 1, 2010). 

(ii) ‘‘Common Alerting Protocol, v. 
1.2 USA Integrated Public Alert and 
Warning System Profile Version 1.0’’ 
(Oct. 13, 2009). 

[77 FR 16706, Mar. 22, 2012, as amended at 77 
FR 26703, May 7, 2012] 

Subpart E—Tests 

§ 11.61 Tests of EAS procedures. 
(a) EAS Participants shall conduct 

tests at regular intervals, as specified 
in paragraphs (a)(1) and (a)(2) of this 
section. Additional tests may be per-
formed anytime. EAS activations and 
special tests may be performed in lieu 
of required tests as specified in para-
graph (a)(4) of this section. 

(1) Required Monthly Tests of the 
EAS header codes, Attention Signal, 
Test Script and EOM code. 

(i) Tests in odd numbered months 
shall occur between 8:30 a.m. and local 
sunset. Tests in even numbered months 
shall occur between local sunset and 
8:30 a.m. They will originate from 
Local or State Primary sources. The 
time and script content will be devel-
oped by State Emergency Communica-
tions Committees in cooperation with 
affected EAS Participants. Script con-
tent may be in the primary language of 
the EAS Participant. These monthly 
tests must be transmitted within 60 
minutes of receipt by EAS Participants 
in an EAS Local Area or State. Analog 
and digital class D non-commercial 
educational FM, analog and digital 
LPFM stations, and analog and digital 
LPTV stations are required to trans-
mit only the test script. 

(ii) Effective May 31, 2007, DBS pro-
viders must comply with this section 
by monitoring a state or local primary 
source to participate in testing. Tests 
should be performed on 10% of all chan-
nels monthly (excluding local-into- 
local channels for which the monthly 
transmission tests are passed through 
by the DBS provider), with channels 
tested varying from month to month, 
so that over the course of a given year, 
100% of all channels are tested. 

(2) Required Weekly Tests: 
(i) EAS Header Codes and EOM 

Codes: 
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(A) Analog and digital AM, FM, and 
TV broadcast stations must conduct 
tests of the EAS header and EOM codes 
at least once a week at random days 
and times. Effective December 31, 2006, 
DAB stations must conduct these tests 
on all audio streams. Effective Decem-
ber 31, 2006, DTV stations must conduct 
these tests on all program streams. 

(B) Analog cable systems and digital 
cable systems with 5,000 or more sub-
scribers per headend and wireless cable 
systems with 5,000 or more subscribers 
must conduct tests of the EAS Header 
and EOM Codes at least once a week at 
random days and times on all pro-
grammed channels. 

(C) Analog cable systems and digital 
cable systems serving fewer than 5,000 
subscribers per headend and wireless 
cable systems with fewer than 5,000 
subscribers must conduct tests of the 
EAS Header and EOM Codes at least 
once a week at random days and times 
on at least one programmed channel. 

(D) SDARS providers must conduct 
tests of the EAS Header and EOM codes 
at least once a week at random days 
and times on all channels. 

(ii) DBS providers, analog and digital 
class D non-commercial educational 
FM stations, analog and digital LPFM 
stations, and analog and digital LPTV 
stations are not required to transmit 
this test but must log receipt, as speci-
fied in § 11.35(a) and 11.54(a)(3). 

(iii) The EAS weekly test is not re-
quired during the week that a monthly 
test is conducted. 

(iv) EAS Participants are not re-
quired to transmit a video message 
when transmitting the required weekly 
test. 

(3) National tests. (i) All EAS Partici-
pants shall participate in national 
tests as scheduled by the Commission 
in consultation with the Federal Emer-
gency Management Agency (FEMA). 
Such tests will consist of the delivery 
by FEMA to PEP/NP stations of a 
coded EAS message, including EAS 
header codes, Attention Signal, Test 
Script, and EOM code. All other EAS 
Participants will then be required to 
relay that EAS message. The coded 
message shall utilize EAS test codes as 
designated by the Commission’s rules. 

(ii) A national test shall replace the 
required weekly and monthly tests for 

all EAS Participants, as set forth in 
paragraphs (a)(1) and (a)(2) of this sec-
tion, in the week and month in which 
it occurs. 

(iii) Notice shall be provided to EAS 
Participants by the Commission at 
least two months prior to the conduct 
of any such national test. 

(iv) Test results as required by the 
Commission shall be logged by all EAS 
Participants into the EAS Test Report-
ing System (ETRS) as determined by 
the Commission’s Public Safety and 
Homeland Security Bureau, subject to 
the following requirements. 

(A) EAS Participants shall provide 
the identifying information required by 
the ETRS initially no later than sixty 
days after the publication in the FED-
ERAL REGISTER of a notice announcing 
the approval by the Office of Manage-
ment and Budget of the modified infor-
mation collection requirements under 
the Paperwork Reduction Act of 1995 
and an effective date of the rule 
amendment, or within sixty days of the 
launch of the ETRS, whichever is later, 
and shall renew this identifying infor-
mation on a yearly basis or as required 
by any revision of the EAS Partici-
pant’s State EAS Plan filed pursuant 
to § 11.21. 

(B) ‘‘Day of test’’ data shall be filed 
in the ETRS within 24 hours of any na-
tionwide test or as otherwise required 
by the Public Safety and Homeland Se-
curity Bureau. 

(C) Detailed post-test data shall be 
filed in the ETRS within forty five (45) 
days following any nationwide test. 

(4) EAS activations and special tests. 
The EAS may be activated for emer-
gencies or special tests at the State or 
Local Area level by an EAS Partici-
pant instead of the monthly or weekly 
tests required by this section. To sub-
stitute for a monthly test, activation 
must include transmission of the EAS 
header codes, Attention Signal, emer-
gency message and EOM code and com-
ply with the visual message require-
ments in § 11.51. To substitute for the 
weekly test of the EAS header codes 
and EOM codes in paragraph (a)(2)(i) of 
this section, activation must include 
transmission of the EAS header and 
EOM codes. Analog and digital tele-
vision broadcast stations, analog cable 
systems, digital cable systems, wireless 

VerDate Sep<11>2014 10:29 Mar 09, 2017 Jkt 238213 PO 00000 Frm 00816 Fmt 8010 Sfmt 8010 Y:\SGML\238213.XXX 238213js
ta

llw
or

th
 o

n 
D

S
K

7T
P

T
V

N
1P

R
O

D
 w

ith
 C

F
R



807 

Federal Communications Commission § 12.4 

cable systems, and DBS providers shall 
comply with the aural and visual mes-
sage requirements in § 11.51. Special 
EAS tests at the State and Local Area 
levels may be conducted on daily basis 
following procedures in State and 
Local Area EAS plans. 

(b) Entries shall be made in EAS Par-
ticipant records, as specified in 
§ 11.35(a) and 11.54(a)(3). 

[70 FR 71038, Nov. 25, 2005, as amended at 76 
FR 12604, Mar. 8, 2011; 77 FR 16707, Mar. 22, 
2012; 80 FR 37177, June 30, 2015] 

PART 12—RESILIENCY, REDUN-
DANCY AND RELIABILITY OF 
COMMUNICATIONS 

Sec. 
12.1 Purpose. 
12.3 911 and E911 analyses and reports. 
12.4 Reliability of covered 911 service pro-

viders. 
12.5 Backup power obligations. 

AUTHORITY: Sections 1, 4(i), 4(j), 4(o), 5(c), 
201(b), 214(d), 218, 219, 251(e)(3), 301, 303(b), 
303(g), 303(j), 303(r), 307, 309(a), 316, 332, 403, 
405, 615a-1, 615c, 621(b)(3), and 621(d) of the 
Communications Act of 1934, as amended, 47 
U.S.C. 151, 154(i), 154 (j), 154 (o), 155(c), 201(b), 
214(d), 218, 219, 251(e)(3), 301, 303(b), 303(g), 
303(j), 303(r), 307, 309(a), 316, 332, 403, 405, 615a- 
1, 615c, 621(b)(3), and 621(d) unless otherwise 
noted. 

SOURCE: 72 FR 37673, July 11, 2007, unless 
otherwise noted. 

§ 12.1 Purpose. 
The rules in this part include re-

quirements that will help ensure the 
resiliency, redundancy and reliability 
of communications systems, particu-
larly 911 and E911 networks and/or sys-
tems. 

§ 12.3 911 and E911 analyses and re-
ports. 

The following entities must analyze 
their 911 and E911 networks and/or sys-
tems and provide a detailed report to 
the Commission on the redundancy, re-
siliency, and reliability of those net-
works and/or systems: Local exchange 
carriers (LECs), including incumbent 
LECs (ILECS) and competitive LECs 
(CLECs); commercial mobile radio 
service providers required to comply 
with the wireless 911 rules set forth in 
§ 20.18 of this chapter; and inter-

connected Voice over Internet Protocol 
(VoIP) service providers. LECs that 
meet the definition of a Class B com-
pany set forth in § 32.11(b)(2) of this 
chapter, non-nationwide commercial 
mobile radio service providers with no 
more than 500,000 subscribers at the 
end of 2001, and interconnected VoIP 
service providers with annual revenues 
below the revenue threshold estab-
lished pursuant to § 32.11 of this chap-
ter are exempt from this rule. 

(a) The Public Safety and Homeland 
Security Bureau (PSHSB) has the dele-
gated authority to implement and acti-
vate a process through which these re-
ports will be submitted, including the 
authority to establish the specific data 
that will be required. Where relevant, 
these reports should include descrip-
tions of the steps the service providers 
intend to take to ensure diversity and 
dependability in their 911 and E911 net-
works and/or systems, including any 
plans they have to migrate those net-
works and/or systems to a next genera-
tion Internet Protocol-based E911 plat-
form. 

(b) These reports are due 120 days 
from the date that the Commission or 
its staff announces activation of the 
911 network and system reporting proc-
ess. 

(c) Reports filed under this Part will 
be presumed to be confidential. These 
reports will be shared with The Na-
tional Emergency Number Association, 
The Association of Public Safety Com-
munications Officials, and The Na-
tional Association of State 9–1–1 Ad-
ministrators only pursuant to a protec-
tive order. PSHSB has the delegated 
authority to issue such protective or-
ders. All other access to these reports 
must be sought pursuant to procedures 
set forth in 47 CFR 0.461. Notice of any 
requests for inspection of these reports 
will be provided to the filers of the re-
ports pursuant to 47 CFR 0.461(d)(3). 

[72 FR 37673, July 11, 2007] 

§ 12.4 Reliability of covered 911 serv-
ice providers. 

(a) Definitions. Terms in this section 
shall have the following meanings: 

(1) Aggregation point. A point at 
which network monitoring data for a 
911 service area is collected and routed 
to a network operations center (NOC) 
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