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§90.469

only when the control operator at a
fixed control point in the system is on
duty and at no other time.

§90.469 Unattended operation.

(a) Subject to the provisions of
§§90.243, 90.245, and 90.247, mobile relay,
fixed relay, and mobile repeater sta-
tions are authorized for unattended op-
eration; and the transmitter control
point requirements set out at §§90.463
through 90.465 shall not apply.

(b) Self-activated transmitters may
be authorized for unattended operation
where they are activated by either
electrical or mechanical devices, pro-
vided the licensee adopts reasonable
means to guard against malfunctions
and harmful interference to other
users.

INTERNAL TRANSMITTER CONTROL
SYSTEMS

§90.471 Points of operation in internal
transmitter control systems.

The transmitting facilities of the li-
censee may be operated from fixed po-
sitions located on premises controlled
by the licensee. The fixed position may
be part of a private telephone exchange
or it may be any position in a closed or
limited access communications facility
intended to be used by employees of
the licensee for internal communica-
tions and transmitter control purposes.
Operating positions in internal trans-
mitter control systems are not synony-
mous with dispatch points (See §90.467)
nor with telephone positions which are
part of the public, switched telephone
network; and the scheme of regulation
is to be considered and treated as being
different. See §§90.485 through 90.489.

[44 FR 67125, Nov. 23, 1979]

§90.473 Operation of internal trans-
mitter control systems through li-
censed fixed control points.

An internal transmitter control sys-
tem may be operated under the control
and supervision of a control operator
stationed at a fixed control point in
the system. In such a case, the control
point must be equipped to permit the
control operator to monitor all traffic
to and from fixed positions and mobile
stations or paging units of the licensee;
and the system shall be so designed to
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permit the control operator to either
disconnect any operating position in
the internal system from the trans-
mitter control circuit or to close the
system down entirely at will.

[44 FR 67125, Nov. 23, 1979]

§90.475 Operation of internal trans-
mitter control systems in specially
equipped systems.

(a) An internal transmitter control
system need not be designed to meet
the requirements of §90.473 if it meets
the following requirements:

(1) All operating positions must be
located on premises controlled by the
licensee.

(2) An internal transmitter control
system may be used in conjunction
with other approved methods of trans-
mitter control and interconnection so
long as the internal transmitter con-
trol system, itself, is neither accessed
from telephone positions in the public
switched telephone network (PSTN),
nor uses dial-up circuits in the PSTN.
Licensees with complex communica-
tions systems involving fixed systems
whose base stations are controlled by
such systems may automatically ac-
cess these base stations through the
microwave or operational fixed sys-
tems from positions in the PSTN, so
long as the base stations and mobile
units meet the requirements of §90.483
and if a separate circuit is provided for
each mode of transmitter operation
(i.e., conventional, dial-up or Internet).

(3) The system must be designed so
that upon completion of a trans-
mission, the base station trans-
mitter(s) will close down automati-
cally within 3 seconds.

(4) To guard against malfunctions,
the system must also be designed so
that the base station(s) will be deacti-
vated by an automatic timing device
when a modulated signal is not trans-
mitted for a period of three (3) consecu-
tive minutes.

(6) The system must include auto-
matic monitoring equipment, installed
at the base station transmitter site(s),
which will prevent the activation of
the system when signals of other co-
channel stations are present.
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