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(f) Compliance Letter. All inter-
connected VoIP providers must submit 
a letter to the Commission detailing 
their compliance with this section no 
later than November 28, 2005. 

§ 9.7 Access to 911 and E911 service ca-
pabilities. 

(a) Access. Subject to the other re-
quirements of this part, an owner or 
controller of a capability that can be 
used for 911 or E911 service shall make 
that capability available to a request-
ing interconnected VoIP provider as 
set forth in paragraphs (a)(1) and (a)(2) 
of this section. 

(1) If the owner or controller makes 
the requested capability available to a 
CMRS provider, the owner or con-
troller must make that capability 
available to the interconnected VoIP 
provider. An owner or controller makes 
a capability available to a CMRS pro-
vider if the owner or controller offers 
that capability to any CMRS provider. 

(2) If the owner or controller does not 
make the requested capability avail-
able to a CMRS provider within the 
meaning of paragraph (a)(1) of this sec-
tion, the owner or controller must 
make that capability available to a re-
questing interconnected VoIP provider 
only if that capability is necessary to 
enable the interconnected VoIP pro-
vider to provide 911 or E911 service in 
compliance with the Commission’s 
rules. 

(b) Rates, terms, and conditions. The 
rates, terms, and conditions on which a 
capability is provided to an inter-
connected VoIP provider under para-
graph (a) of this section shall be rea-
sonable. For purposes of this para-
graph, it is evidence that rates, terms, 
and conditions are reasonable if they 
are: 

(1) The same as the rates, terms, and 
conditions that are made available to 
CMRS providers, or 

(2) In the event such capability is not 
made available to CMRS providers, the 
same rates, terms, and conditions that 
are made available to any tele-
communications carrier or other entity 
for the provision of 911 or E911 service. 

(c) Permissible use. An interconnected 
VoIP provider that obtains access to a 
capability pursuant to this section 
may use that capability only for the 

purpose of providing 911 or E911 service 
in accordance with the Commission’s 
rules. 

[74 FR 31874, July 6, 2009] 

EFFECTIVE DATE NOTE: At 74 FR 31874, July 
6, 2009, § 9.7(a) was added. This paragraph 
contains information collection and record-
keeping requirements and will not become 
effective until approval has been given by 
the Office of Management and Budget. 
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10.400 Classification. 
10.410 Prioritization. 
10.420 Message elements. 
10.430 Character limit. 
10.440 Embedded reference prohibition. 
10.450 Geographic targeting. 
10.460 Retransmission frequency. [Reserved] 
10.470 Roaming. 

Subpart E—Equipment requirements 

10.500 General requirements. 

VerDate Sep<11>2014 13:27 Dec 15, 2015 Jkt 235209 PO 00000 Frm 00787 Fmt 8010 Sfmt 8010 Y:\SGML\235209.XXX 235209w
gr

ee
n 

on
 D

S
K

2V
P

T
V

N
1P

R
O

D
 w

ith
 C

F
R


		Superintendent of Documents
	2016-02-05T09:32:54-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




