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(b) Application filing procedures for 
commercial radio operator licenses are 
set forth in part 13 of this chapter. 

[47 FR 53378, Nov. 26, 1982, as amended at 78 
FR 23151, Apr. 18, 2013] 

§ 0.484 Amateur radio operator exami-
nations. 

Generally, examinations for amateur 
radio operation licenses shall be ad-
ministered at locations and times spec-
ified by volunteer examiners. (See 
§ 97.509). When the FCC conducts exami-
nations for amateur radio operator li-
censes, they shall take place at loca-
tions and times designated by the FCC. 

[58 FR 13021, Mar. 9, 1993] 

§ 0.485 Commercial radio operator ex-
aminations. 

Generally, written and telegraphy ex-
aminations for commercial radio oper-
ator licenses shall be conducted at lo-
cations and times specified by commer-
cial operator license examination man-
agers. (See § 13.209 of this chapter). 
When the FCC conducts these examina-
tions, they shall take place at loca-
tions and times specified by the FCC. 

[58 FR 9124, Feb. 19, 1993] 

§ 0.489 ●Reserved] 

§ 0.491 Application for exemption from 
compulsory ship radio require-
ments. 

Applications for exemption filed 
under the provisions of sections 352(b) 
or 383 of the Communications Act; Reg-
ulation 4, chapter I of the Safety Con-
vention; Regulation 5, chapter IV of 
the Safety Convention; or Article IX of 
the Great Lakes Agreement, must be 
filed as a waiver request using the pro-
cedures specified in § 0.482 of this part. 
Emergency requests must be filed via 
the Universal Licensing System or at 
the Federal Communications Commis-
sion, Office of the Secretary. 

[71 FR 15618, Mar. 29, 2006] 

§ 0.493 Non-radio common carrier ap-
plications. 

All such applications shall be filed at 
the Commission’s offices in Wash-
ington, DC. 

[28 FR 12413, Nov. 22, 1963. Redesignated at 32 
FR 10578, July 19, 1967] 

Subpart D—Mandatory Declas-
sification of National Security 
Information 

AUTHORITY: Secs. 4(i), 303(r), Communica-
tions Act of 1934, as amended (47 U.S.C. 154(i) 
and 303(r)). 

SOURCE: 47 FR 53377, Nov. 26, 1982, unless 
otherwise noted. 

§ 0.501 General. 

Executive Order 12356 requires that 
information relating to national secu-
rity be protected against unauthorized 
disclosure as long as required by na-
tional security considerations. The 
Order also provides that all informa-
tion classified under Executive Order 
12356 or predecessor orders be subject 
to a review for declassification upon 
receipt of a request made by a United 
States citizen or permanent resident 
alien, a Federal agency, or a state or 
local government. 

§ 0.502 Purpose. 

This subpart prescribes the proce-
dures to be followed in submitting re-
quests, processing such requests, ap-
peals taken from denials of declas-
sification requests and fees and 
charges. 

§ 0.503 Submission of requests for 
mandatory declassification review. 

(a) Requests for mandatory review of 
national security information shall be 
in writing, addressed to the Managing 
Director, and reasonably describe the 
information sought with sufficient par-
ticularity to enable Commission per-
sonnel to identify the documents con-
taining that information and be rea-
sonable in scope. 

(b) When the request is for informa-
tion originally classified by the Com-
mission, the Managing Director shall 
assign the request to the appropriate 
bureau or office for action. 

(c) Requests related to information, 
either derivatively classified by the 
Commission or originally classified by 
another agency, shall be forwarded, to-
gether with a copy of the record, to the 
originating agency. The transmittal 
may contain a recommendation for ac-
tion. 
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