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however, the Public Safety Broadband 
Licensee must provide the Upper 700 
MHz D Block licensee with notice of 
the public safety entity’s intent to con-
struct in that area within 30 days of re-
ceipt of a request from a public safety 
entity seeking to exercise this option, 
and shall inform the Upper 700 MHz D 
Block licensee of the public safety en-
tity’s anticipated build-out date(s). 

(ii) Should the Upper 700 MHz D 
Block licensee, within 30 calendar days 
from receipt of notice of the public 
safety entity’s intent to construct in 
that area, certify in writing to the 
Public Safety Broadband Licensee that 
it will build out the shared network in 
the area within a reasonable time of 
the anticipated build-out date(s), as de-
termined by the Public Safety 
Broadband Licensee, the Public Safety 
Broadband Licensee shall not allow the 
public safety entity to build and oper-
ate its own separate exclusive network 
in that area, provided that the Upper 
700 MHz D Block licensee and the Pub-
lic Safety Broadband Licensee execute 
an amendment to the NSA indicating 
the Upper 700 MHz D Block licensee’s 
commitment to build the network in 
that area. Such commitment shall be-
come enforceable against the Upper 700 
MHz D Block licensee as part of its 
overall build-out requirements. 

(iii) If the Upper 700 MHz D Block li-
censee does not exercise its option to 
commit to build out the network in the 
requested area within 30 calendar days 
of receipt of notice of the public safety 
entity’s intent to construct in such 
area, the Public Safety Broadband Li-
censee and the public safety entity 
may proceed with a spectrum leasing 
arrangement, which must be filed with 
the Commission prior to the public 
safety entity commencing any oper-
ations. The spectrum leasing arrange-
ment must take the form of a spectrum 
manager leasing arrangement under 
the rules specified in § 1.9020 of this 
chapter, and incorporate the following 
conditions: 

(A) The network must provide 
broadband operations; 

(B) The network must be fully inter-
operable with the Shared Wireless 
Broadband Network; 

(C) The network must be available 
for use by any public safety entity in 
the area; 

(D) The network must satisfy any 
other terms or conditions required by 
the Public Safety Broadband Licensee; 
and 

(E) The public safety entity must 
construct and place into operation its 
network within one year of the effec-
tive date of the spectrum manager 
leasing arrangement. If the public safe-
ty entity fails to place the network 
into operation within one year, the 
Public Safety Broadband Licensee 
shall terminate the spectrum leasing 
arrangement pursuant to § 1.9020(h)(3) 
of this chapter. The public safety enti-
ty may also seek extended implemen-
tation authority from the Commission 
pursuant to the requirements of § 90.629 
of this chapter. 

(6) Except as set forth herein, the 
separate network is not required to 
meet the other specifications of the 
Shared Wireless Broadband Network. 
Absent agreement of the public safety 
entity, the Public Safety Broadband 
Licensee, and the Upper 700 MHz D 
Block licensee, the separate network 
may not operate using any spectrum 
associated with the Upper 700 MHz D 
Block license. 

(7) The Public Safety Broadband Li-
censee must file with the Commission 
any spectrum manager leasing arrange-
ment as specified in § 1.9020(e) of this 
chapter; such filing shall identify the 
public safety entity leasing the spec-
trum, the particular areas of spectrum 
leased as part of this build-out option, 
and the specific network infrastructure 
and equipment deployed on such leased 
spectrum. 

§ 27.1333 Geographic partitioning, 
spectrum disaggregation, license as-
signment, and transfer. 

(a) The 700 MHz Upper D Block li-
cense may not be partitioned or 
disaggregated. 

(b) The 700 MHz Upper D Block li-
censee will be permitted to assign or 
transfer its license subject to Commis-
sion review and prior approval. The 
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Upper 700 MHz D Block license assign-
ment or transfer applications are pre-
cluded from the immediate approval 
procedures as specified in § 1.948(j)(2). 

[72 FR 48854, Aug. 24, 2007, as amended at 72 
FR 67577, Nov. 29, 2007] 

§ 27.1335 Prohibition on discontinu-
ance of public safety operations. 

The Upper 700 MHz D Block licensee, 
the Operating Company and the Net-
work Assets Holder are prohibited from 
discontinuing or degrading the 
broadband network service provided to 
the Public Safety Broadband Licensee 
or to public safety entities unless ei-
ther at the request of the public safety 
entity or entities in question or with 
the pre-approval of the Commission. 
The Upper 700 MHz D Block licensee 
shall notify the affected public safety 
entity or entities and the Public Safety 
Broadband Licensee at least 30 days 
prior to any unrequested discontinu-
ance or degradation of network service. 

§ 27.1340 Reporting obligations. 
(a) The Upper 700 MHz D Block li-

censee and the Public Safety 
Broadband Licensee shall jointly file 
quarterly reports with the Commis-
sion. These reports shall include au-
dited financial statements, how the 
specific requirements of public safety 
are being met, detailed information on 
the areas where broadband service has 
been deployed, which public safety en-
tities are using the broadband network 
in each area of operation, what types of 
applications are in use in each area of 
operation, and the number of declared 
emergencies in each area of operation. 

(b) The Upper 700 MHz D Block li-
censee and Public Safety Broadband 
Licensee have joint responsibility to 
register the base station locations with 
the Commission, providing basic tech-
nical information, including geo-
graphic location. 
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