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Type of application Type of license/authorization issued 

2. Non-Streamlined (New, Transfer of Control, Assign-
ment).

2. Decisions are generally issued by PN; some are done by 
Commission Order. 

§ 1.10015 Are there exceptions for 
emergency filings? 

(a) Sometimes we grant licenses, 
modifications or renewals even if no 
one files an application. Instances 
where this may occur include: 

(1) If we find there is an emergency 
involving danger to life or property, or 
because equipment is damaged; 

(2) If the President proclaims, or if 
Congress declares, a national emer-
gency; 

(3) During any war in which the 
United States is engaged and when 
grants, modifications or renewals are 
necessary for national defense, security 
or in furtherance of the war effort; or 

(4) If there is an emergency where we 
find that it is not feasible to secure re-
newal applications from existing li-
censees or to follow normal licensing 
procedures. 

(b) Emergency authorizations stop at 
the end of emergency periods or wars. 
After the emergency period or war, you 
must submit your request by filing the 
appropriate form either manually or 
electronically. 

(c) The procedures for emergency re-
quests, as described in this section, are 
as specified in §§ 25.120 and 63.25 of this 
chapter. 

§ 1.10016 How do I apply for special 
temporary authority? 

(a) Requests for Special Temporary 
Authority (STA) may be filed via IBFS 
for most services. We encourage you to 
file STA applications through IBFS as 
it will ensure faster receipt of your re-
quest. 

(b) For specific information on the 
content of your request, refer to 
§§ 25.120 and 63.25 of this chapter. 

§ 1.10017 How can I submit additional 
information? 

In response to an official request for 
information from the International Bu-
reau, you can submit additional infor-
mation electronically directly to the 
requestor, or by mail to the Office of 

the Secretary, Attention: International 
Bureau. 

§ 1.10018 May I amend my application? 
(a) If the service rules allow, you 

may amend pending applications. 
(b) If an electronic version of an 

amendment application is available in 
IBFS, you may file your amendment 
electronically through IBFS. 

Subpart Z—Communications As-
sistance for Law Enforcement 
Act 

SOURCE: 71 FR 38108, July 5, 2006, unless 
otherwise noted. 

§ 1.20000 Purpose. 
Pursuant to the Communications As-

sistance for Law Enforcement Act 
(CALEA), Public Law 103–414, 108 Stat. 
4279 (1994) (codified as amended in sec-
tions of 18 U.S.C. and 47 U.S.C.), this 
subpart contains rules that require a 
telecommunications carrier to: 

(a) Ensure that any interception of 
communications or access to call-iden-
tifying information effected within its 
switching premises can be activated 
only in accordance with appropriate 
legal authorization, appropriate carrier 
authorization, and with the affirmative 
intervention of an individual officer or 
employee of the carrier acting in ac-
cordance with regulations prescribed 
by the Commission; and 

(b) Implement the assistance capa-
bility requirements of CALEA section 
103, 47 U.S.C. 1002, to ensure law en-
forcement access to authorized wire 
and electronic communications or call- 
identifying information. 

§ 1.20001 Scope. 
The definitions included in 47 CFR 

1.20002 shall be used solely for the pur-
pose of implementing CALEA require-
ments. 

§ 1.20002 Definitions. 
For purposes of this subpart: 
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(a) Appropriate legal authorization. 
The term appropriate legal authorization 
means: 

(1) A court order signed by a judge or 
magistrate authorizing or approving 
interception of wire or electronic com-
munications; or 

(2) Other authorization, pursuant to 
18 U.S.C. 2518(7), or any other relevant 
federal or state statute. 

(b) Appropriate carrier authorization. 
The term appropriate carrier authoriza-
tion means the policies and procedures 
adopted by telecommunications car-
riers to supervise and control officers 
and employees authorized to assist law 
enforcement in conducting any inter-
ception of communications or access to 
call-identifying information. 

(c) Appropriate authorization. The 
term appropriate authorization means 
both appropriate legal authorization 
and appropriate carrier authorization. 

(d) LEA. The term LEA means law en-
forcement agency; e.g., the Federal Bu-
reau of Investigation or a local police 
department. 

(e) Telecommunications carrier. The 
term telecommunications carrier in-
cludes: 

(1) A person or entity engaged in the 
transmission or switching of wire or 
electronic communications as a com-
mon carrier for hire; 

(2) A person or entity engaged in pro-
viding commercial mobile service (as 
defined in sec. 332(d) of the Commu-
nications Act of 1934 (47 U.S.C. 332(d))); 
or 

(3) A person or entity that the Com-
mission has found is engaged in pro-
viding wire or electronic communica-
tion switching or transmission service 
such that the service is a replacement 
for a substantial portion of the local 
telephone exchange service and that it 
is in the public interest to deem such a 
person or entity to be a telecommuni-
cations carrier for purposes of CALEA. 

§ 1.20003 Policies and procedures for 
employee supervision and control. 

A telecommunications carrier shall: 
(a) Appoint a senior officer or em-

ployee responsible for ensuring that 
any interception of communications or 
access to call-identifying information 
effected within its switching premises 
can be activated only in accordance 

with a court order or other lawful au-
thorization and with the affirmative 
intervention of an individual officer or 
employee of the carrier. 

(b) Establish policies and procedures 
to implement paragraph (a) of this sec-
tion, to include: 

(1) A statement that carrier per-
sonnel must receive appropriate legal 
authorization and appropriate carrier 
authorization before enabling law en-
forcement officials and carrier per-
sonnel to implement the interception 
of communications or access to call- 
identifying information; 

(2) An interpretation of the phrase 
‘‘appropriate authorization’’ that en-
compasses the definitions of appro-
priate legal authorization and appro-
priate carrier authorization, as used in 
paragraph (b)(1) of this section; 

(3) A detailed description of how long 
it will maintain its records of each 
interception of communications or ac-
cess to call-identifying information 
pursuant to § 1.20004; 

(4) In a separate appendix to the poli-
cies and procedures document: 

(i) The name and a description of the 
job function of the senior officer or em-
ployee appointed pursuant to para-
graph (a) of this section; and 

(ii) Information necessary for law en-
forcement agencies to contact the sen-
ior officer or employee appointed pur-
suant to paragraph (a) of this section 
or other CALEA points of contact on a 
seven days a week, 24 hours a day basis. 

(c) Report to the affected law en-
forcement agencies, within a reason-
able time upon discovery: 

(1) Any act of compromise of a lawful 
interception of communications or ac-
cess to call-identifying information to 
unauthorized persons or entities; and 

(2) Any act of unlawful electronic 
surveillance that occurred on its prem-
ises. 

§ 1.20004 Maintaining secure and accu-
rate records. 

(a) A telecommunications carrier 
shall maintain a secure and accurate 
record of each interception of commu-
nications or access to call-identifying 
information, made with or without ap-
propriate authorization, in the form of 
single certification. 
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