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the same as the location of the trans-
mitter(s) controlled, unless the appli-
cant includes a request for a different 
location described in appropriate terms 
as indicated herein. 

(g) [Reserved] 
(h) Mobile transmitters shall be as-

sumed to be under the immediate con-
trol of the mobile operator; provided, 
however, overall supervision and con-
trol of the operation and use of a com-
munication system may be the respon-
sibility of a fixed control point oper-
ator. In general, mobile transmitters 
shall be equipped to permit the oper-
ator to determine when they are radi-
ating ‘‘RF’’ energy or when the trans-
mitter circuits have been placed in a 
condition to produce such radiation. 
This may be accomplished either 
through the use of a carrier operated 
device or of a pilot lamp or meter 
which will provide a visual indication 
when the transmitter is radiating or 
has been placed in a condition to 
produce radiation provided, however, 
that hand-carried or pack-carried 
transmitters and transmitters in-
stalled on motorcycles need not be so 
equipped. 

[43 FR 54791, Nov. 22, 1978; 44 FR 32220, June 
5, 1979; 44 FR 34134, June 14, 1979, as amended 
at 44 FR 67125, Nov. 23, 1979; 48 FR 29517, June 
27, 1983; 54 FR 39740, Sept. 28, 1989; 58 FR 
44960, Aug. 25, 1993] 

§ 90.465 Control of systems of commu-
nication. 

(a) Depending on design consider-
ations, control of a system of commu-
nication may be exercised in varying 
ways. In single frequency simplex, 
base/mobile operations, control may be 
exercised by the control operator at 
the fixed control point. In mobile relay 
systems, where there is an associated 
control point or control station, con-
trol may be exercised by the operator 
at the control point or control station. 
In mobile-only systems, control may be 
exercised by the mobile operator. In 
communication systems involving mul-
tiple base stations or fixed relays con-
trol of the system may result from a 
combination of factors and consider-
ations, including control by a fixed 
control point operator at some point 
within the system of communication or 

control by the mobile station operator 
of the licensee. 

(b) In internal systems, as defined in 
§ 90.7, control may be maintained by 
conforming the system to the require-
ments of §§ 90.471 through 90.475. 

(c) In interconnected systems, as de-
fined in § 90.7, control may be main-
tained by conforming operation and 
system design to that permitted in 
§§ 90.477 through 90.483. 

[43 FR 54791, Nov. 22, 1978, as amended at 54 
FR 39740, Sept. 28, 1989; 72 FR 35199, June 27, 
2007] 

§ 90.467 Dispatch points. 

Dispatch points meeting the require-
ments of this section need not be spe-
cifically authorized; provided, however, 
that the licensee of any radio station 
operated from a dispatch point or 
points shall assume full responsibility 
for the use and operation of the author-
ized facilities in compliance with all 
applicable provisions of law or rule and 
shall comply with the policy: 

(a) A dispatch point may be linked to 
the transmitter(s) being operated by 
private or leased wire line of fixed 
radio circuits, provided the require-
ments of § 90.463 are met. 

(b) No telephone position in the pub-
lic, switched, telephone network will 
be treated as a dispatch point within 
the meaning or intent of this section. 

(c) Operation of transmitting facili-
ties from dispatch points is permitted 
only when the control operator at a 
fixed control point in the system is on 
duty and at no other time. 

§ 90.469 Unattended operation. 

(a) Subject to the provisions of 
§§ 90.243, 90.245, and 90.247, mobile relay, 
fixed relay, and mobile repeater sta-
tions are authorized for unattended op-
eration; and the transmitter control 
point requirements set out at §§ 90.463 
through 90.465 shall not apply. 

(b) Self-activated transmitters may 
be authorized for unattended operation 
where they are activated by either 
electrical or mechanical devices, pro-
vided the licensee adopts reasonable 
means to guard against malfunctions 
and harmful interference to other 
users. 
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