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Such standards shall foreclose the at-
tachment or use only of such devices as 
raise reasonable and legitimate con-
cerns of electronic or physical harm or 
theft of service. In any situation where 
theft of service or harm occurs or is 
likely to occur, service may be discon-
tinued. 

§ 76.1204 Availability of equipment 
performing conditional access or 
security functions. 

(a)(1) A multichannel video program-
ming distributor that utilizes naviga-
tion devices to perform conditional ac-
cess functions shall make available 
equipment that incorporates only the 
conditional access functions of such de-
vices. Commencing on July 1, 2007, no 
multichannel video programming dis-
tributor subject to this section shall 
place in service new navigation devices 
for sale, lease, or use that perform both 
conditional access and other functions 
in a single integrated device. 

(2) The foregoing requirement shall 
not apply to a multichannel video pro-
gramming distributor that supports 
the active use by subscribers of naviga-
tion devices that: (i) operate through-
out the continental United States, and 
(ii) are available from retail outlets 
and other vendors throughout the 
United States that are not affiliated 
with the owner or operator of the mul-
tichannel video programming system. 

(b) Conditional access function equip-
ment made available pursuant to para-
graph (a)(1) of this section shall be de-
signed to connect to and function with 
other navigation devices available 
through the use of a commonly used 
interface or an interface that conforms 
to appropriate technical standards pro-
mulgated by a national standards orga-
nization. 

(c) No multichannel video program-
ming distributor shall by contract, 
agreement, patent, intellectual prop-
erty right or otherwise preclude the ad-
dition of features or functions to the 
equipment made available pursuant to 
this section that are not designed, in-
tended or function to defeat the condi-
tional access controls of such devices 
or to provide unauthorized access to 
service. 

(d) Notwithstanding the foregoing, 
navigation devices need not be made 

available pursuant to this section 
where: 

(1) It is not reasonably feasible to 
prevent such devices from being used 
for the unauthorized reception of serv-
ice; or 

(2) It is not reasonably feasible to 
separate conditional access from other 
functions without jeopardizing secu-
rity. 

(e) The requirements of this section 
shall become applicable on July 1, 2000. 

(f) Paragraphs (a)(1), (b), and (c) of 
this section shall not apply to the pro-
vision of any navigation device that: 

(1) Employs conditional access mech-
anisms only to access analog video pro-
gramming; 

(2) Is capable only of providing access 
to analog video programming offered 
over a multichannel video program-
ming distribution system; and 

(3) Does not provide access to any 
digital transmission of multichannel 
video programming or any other dig-
ital service through any receiving, de-
coding, conditional access, or other 
function, including any conversion of 
digital programming or service to an 
analog format. 

[63 FR 38095, July 15, 1998, as amended at 64 
FR 29600, June 2, 1999; 68 FR 35822, June 17, 
2003; 70 FR 36052, June 22, 2005] 

§ 76.1205 Availability of interface in-
formation. 

Technical information concerning 
interface parameters that are needed 
to permit navigation devices to operate 
with multichannel video programming 
systems shall be provided by the sys-
tem operator upon request in a timely 
manner. 

§ 76.1206 Equipment sale or lease 
charge subsidy prohibition. 

Multichannel video programming dis-
tributors offering navigation devices 
subject to the provisions of § 76.923 for 
sale or lease directly to subscribers, 
shall adhere to the standards reflected 
therein relating to rates for equipment 
and installation and shall separately 
state the charges to consumers for 
such services and equipment. 

§ 76.1207 Waivers. 
The Commission may waive a regula-

tion adopted under this subpart for a 
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