
273 

Federal Communications Commission § 64.605 

complaint. In cases involving allega-
tions of harm, the answer shall indi-
cate what action has been taken or is 
proposed to be taken to stop the occur-
rence of such harm. Collateral or im-
material issues shall be avoided in an-
swers and every effort should be made 
to narrow the issues. Matters alleged 
as affirmative defenses shall be sepa-
rately stated and numbered. Any de-
fendant failing to file and serve an an-
swer within the time and in the man-
ner prescribed may be deemed in de-
fault. 

(H) Replies to answers or amended an-
swers. Within 10 days after service of an 
answer or an amended answer, a com-
plainant may file and serve a reply 
which shall be responsive to matters 
contained in such answer or amended 
answer and shall not contain new mat-
ter. Failure to reply will not be deemed 
an admission of any allegation con-
tained in such answer or amended an-
swer. 

(I) Defective pleadings. Any pleading 
filed in a complaint proceeding that is 
not in substantial conformity with the 
requirements of the applicable rules in 
this subpart may be dismissed. 

(7) Treatment of TRS customer informa-
tion. Beginning on July 21, 2000, all fu-
ture contracts between the TRS admin-
istrator and the TRS vendor shall pro-
vide for the transfer of TRS customer 
profile data from the outgoing TRS 
vendor to the incoming TRS vendor. 
Such data must be disclosed in usable 
form at least 60 days prior to the pro-
vider’s last day of service provision. 
Such data may not be used for any pur-
pose other than to connect the TRS 
user with the called parties desired by 
that TRS user. Such information shall 
not be sold, distributed, shared or re-
vealed in any other way by the relay 
center or its employees, unless com-
pelled to do so by lawful order. 

[65 FR 38436, June 21, 2000] 

EDITORIAL NOTE: For FEDERAL REGISTER ci-
tations affecting § 64.604, see the List of CFR 
Sections Affected, which appears in the 
Finding Aids section of the printed volume 
and on GPO Access. 

§ 64.605 Emergency calling require-
ments. 

(a) Additional Emergency Calling Re-
quirements Applicable to Internet-based 

TRS Providers.(1) As of December 31, 
2008, the requirements of paragraphs 
(a)(2)(i) and (a)(2)(iv) of this section 
shall not apply to providers of VRS and 
IP Relay to which § 64.605(b) applies. 

(2) Each provider of Internet-based 
TRS shall: 

(i) Accept and handle emergency 
calls and access, either directly or via 
a third party, a commercially available 
database that will allow the provider 
to determine an appropriate PSAP, 
designated statewide default answering 
point, or appropriate local emergency 
authority that corresponds to the call-
er’s location, and to relay the call to 
that entity; 

(ii) Implement a system that ensures 
that the provider answers an incoming 
emergency call before other non-emer-
gency calls (i.e., prioritize emergency 
calls and move them to the top of the 
queue); 

(iii) Request, at the beginning of each 
emergency call, the caller’s name and 
location information, unless the Inter-
net-based TRS provider already has, or 
has access to, a Registered Location 
for the caller; 

(iv) Deliver to the PSAP, designated 
statewide default answering point, or 
appropriate local emergency authority, 
at the outset of the outbound leg of an 
emergency call, at a minimum, the 
name of the relay user and location of 
the emergency, as well as the name of 
the relay provider, the CA’s callback 
number, and the CA’s identification 
number, thereby enabling the PSAP, 
designated statewide default answering 
point, or appropriate local emergency 
authority to re-establish contact with 
the CA in the event the call is discon-
nected; 

(v) In the event one or both legs of an 
emergency call are disconnected (i.e., 
either the call between the TRS user 
and the CA, or the outbound voice tele-
phone call between the CA and the 
PSAP, designated statewide default an-
swering point, or appropriate local 
emergency authority), immediately re- 
establish contact with the TRS user 
and/or the appropriate PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 
authority and resume handling the 
call; and 
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(vi) Ensure that information ob-
tained as a result of this section is lim-
ited to that needed to facilitate 911 
services, is made available only to 
emergency call handlers and emer-
gency response or law enforcement per-
sonnel, and is used for the sole purpose 
of ascertaining a user’s location in an 
emergency situation or for other emer-
gency or law enforcement purposes. 

(b) E911 Service for VRS and IP Relay— 
(1) Scope. The following requirements 
are only applicable to providers of VRS 
or IP Relay. Further, the following re-
quirements apply only to 911 calls 
placed by registered users whose Reg-
istered Location is in a geographic area 
served by a Wireline E911 Network and 
is available to the provider handling 
the call. 

(2) E911 Service. As of December 31, 
2008: 

(i) VRS or IP Relay providers must, 
as a condition of providing service to a 
user, provide that user with E911 serv-
ice as described in this section; 

(ii) VRS or IP Relay providers must 
transmit all 911 calls, as well as ANI, 
the caller’s Registered Location, the 
name of the VRS or IP Relay provider, 
and the CA’s identification number for 
each call, to the PSAP, designated 
statewide default answering point, or 
appropriate local emergency authority 
that serves the caller’s Registered Lo-
cation and that has been designated for 
telecommunications carriers pursuant 
to § 64.3001 of this chapter, provided 
that ‘‘all 911 calls’’ is defined as ‘‘any 
communication initiated by an VRS or 
IP Relay user dialing 911’’; 

(iii) All 911 calls must be routed 
through the use of ANI and, if nec-
essary, pseudo-ANI, via the dedicated 
Wireline E911 Network; and 

(iv) The Registered Location, the 
name of the VRS or IP Relay provider, 
and the CA’s identification number 
must be available to the appropriate 
PSAP, designated statewide default an-
swering point, or appropriate local 
emergency authority from or through 
the appropriate automatic location in-
formation (ALI) database. 

(3) Service Level Obligation. Notwith-
standing the provisions in paragraph 
(b)(2) of this section, if a PSAP, des-
ignated statewide default answering 
point, or appropriate local emergency 

authority is not capable of receiving 
and processing either ANI or location 
information, a VRS or IP Relay pro-
vider need not provide such ANI or lo-
cation information; however, nothing 
in this paragraph affects the obligation 
under paragraph (c) of this section of a 
VRS or IP Relay provider to transmit 
via the Wireline E911 Network all 911 
calls to the PSAP, designated state-
wide default answering point, or appro-
priate local emergency authority that 
serves the caller’s Registered Location 
and that has been designated for tele-
communications carriers pursuant to 
§ 64.3001 of this chapter. 

(4) Registered Location Requirement. As 
of December 31, 2008, VRS and IP Relay 
providers must: 

(i) Obtain from each Registered 
Internet-based TRS User, prior to the 
initiation of service, the physical loca-
tion at which the service will first be 
utilized; and 

(ii) If the VRS or IP Relay is capable 
of being used from more than one loca-
tion, provide their Registered Internet- 
based TRS Users one or more methods 
of updating their Registered Location, 
including at least one option that re-
quires use only of the CPE necessary to 
access the VRS or IP Relay. Any meth-
od utilized must allow a Registered 
Internet-based TRS User to update the 
Registered Location at will and in a 
timely manner. 

[73 FR 41294, July 18, 2008, as amended at 73 
FR 79696, Dec. 30, 2008] 

§ 64.606 VRS and IP Relay provider 
and TRS program certification. 

(a) Documentation—(1) Certified state 
program. Any state, through its office 
of the governor or other delegated ex-
ecutive office empowered to provide 
TRS, desiring to establish a state pro-
gram under this section shall submit, 
not later than October 1, 1992, docu-
mentation to the Commission ad-
dressed to the Federal Communica-
tions Commission, Chief, Consumer & 
Governmental Affairs Bureau, TRS 
Certification Program, Washington, DC 
20554, and captioned ‘‘TRS State Cer-
tification Application.’’ All docu-
mentation shall be submitted in nar-
rative form, shall clearly describe the 
state program for implementing intra-
state TRS, and the procedures and 
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