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DEPARTMENT OF HEALTH AND
HUMAN SERVICES

Office of the Secretary

45 CFR Part 170
RIN 0991-AB59

Establishment of the Permanent
Certification Program for Health
Information Technology

AGENCY: Office of the National
Coordinator for Health Information
Technology, Department of Health and
Human Services.

ACTION: Final rule.

SUMMARY: This final rule establishes a
permanent certification program for the
purpose of certifying health information
technology (HIT). This final rule is
issued pursuant to the authority granted
to the National Coordinator for Health
Information Technology (the National
Coordinator) by section 3001(c)(5) of the
Public Health Service Act (PHSA), as
added by the Health Information
Technology for Economic and Clinical
Health (HITECH) Act. The permanent
certification program will eventually
replace the temporary certification
program that was previously established
by a final rule. The National
Coordinator will use the permanent
certification program to authorize
organizations to certify electronic health
record (EHR) technology, such as
Complete EHRs and/or EHR Modules.
The permanent certification program
could also be expanded to include the
certification of other types of HIT.
DATES: These regulations are effective
February 7, 2011. The incorporation by
reference of certain publications listed
in the rule is approved by the Director
of the Federal Register as of February 7,
2011.

FOR FURTHER INFORMATION CONTACT:
Steven Posnack, Director, Federal Policy
Division, Office of Policy and Planning,
Office of the National Coordinator for
Health Information Technology, 202—
690-7151.

SUPPLEMENTARY INFORMATION:

Acronyms

APA  Administrative Procedure Act

ARRA American Recovery and
Reinvestment Act of 2009

CAH Critical Access Hospital

CCHIT Certification Commission for Health
Information Technology

CGD Certification Guidance Document

CHPL Certified Health Information
Technology Products List

CMS Centers for Medicare & Medicaid
Services

CORE Committee on Operating Rules for
Information Exchange®

CAQH Council for Affordable Quality
Healthcare

EHR Electronic Health Record

FACA Federal Advisory Committee Act

FFP Federal Financial Participation

FFS Fee for Service (Medicare Program)

HHS Department of Health and Human
Services

HIPAA Health Insurance Portability and
Accountability Act of 1996

HIT Health Information Technology

HITECH Health Information Technology for
Economic and Clinical Health

ILAC International Laboratory
Accreditation Cooperation

ISO International Organization for
Standardization

IT Information Technology

LAP Laboratory Accreditation Program

MA Medicare Advantage

MRA Mutual/Multilateral Recognition
Arrangement

NIST National Institute of Standards and
Technology

NPRM Notice of Proposed Rulemaking

NVCASE National Voluntary Conformity
Assessment System Evaluation

NVLAP National Voluntary Laboratory
Accreditation Program

OIG Office of Inspector General

OMB Office of Management and Budget

ONC Office of the National Coordinator for
Health Information Technology

ONC-AA ONC-Approved Accreditor

ONC-ACB ONC-Authorized Certification
Body

ONC-ATCB ONC-Authorized Testing and
Certification Body

OPM Office of Personnel Management

PHSA Public Health Service Act

RFA Regulatory Flexibility Act

RIA Regulatory Impact Analysis

SDO Standards Development Organization

SSA  Social Security Act
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I. Background
A. Previously Defined Terminology

In addition to the new terms and
definitions created by this rule, the
following terms have the same meaning
as provided at 45 CFR 170.102.

e Certification criteria

e Certified EHR Technology

e Complete EHR

e Day or days

e Disclosure

e EHR Module

e Implementation specification
e Qualified EHR

e Standard

The definition of the term ONC-
Authorized Testing and Certification
Body (ONC-ATCB) can be found at 45
CFR 170.402.

B. Legislative and Regulatory History

1. Legislative History

The HITECH Act, Title XIII of
Division A and Title IV of Division B of
the American Recovery and
Reinvestment Act of 2009 (ARRA) (Pub.
L. 111-5), was enacted on February 17,
2009. The HITECH Act amended the
PHSA and created “Title XXX—Health
Information Technology and Quality”
(Title XXX) to improve health care
quality, safety, and efficiency through
the promotion of HIT and electronic
health information exchange. Section
3001 of the PHSA establishes the Office
of the National Coordinator for Health
Information Technology (ONC). Title
XXX of the PHSA provides the National
Coordinator for Health Information
Technology (the National Coordinator)
and the Secretary of Health and Human
Services (the Secretary) with new
responsibilities and authorities related
to HIT. The HITECH Act also amended
several sections of the Social Security
Act (SSA) and in doing so established
the availability of incentive payments to
eligible professionals and eligible
hospitals to promote the adoption and
meaningful use of Certified EHR
Technology. References to “eligible
hospitals” in this final rule shall mean
“eligible hospitals and/or critical access
hospitals” unless otherwise indicated.

a. Standards, Implementation
Specifications, and Certification Criteria

With the passage of the HITECH Act,
two new Federal advisory committees
were established, the HIT Policy
Committee and the HIT Standards
Committee (sections 3002 and 3003 of
the PHSA, respectively). Each is
responsible for advising the National
Coordinator on different aspects of
standards, implementation
specifications, and certification criteria.
The HIT Policy Committee is
responsible for, among other duties,
recommending priorities for the
development, harmonization, and
recognition of standards,
implementation specifications, and
certification criteria, while the HIT
Standards Committee is responsible for
recommending standards,
implementation specifications, and
certification criteria for adoption by the
Secretary under section 3004 of the
PHSA consistent with the ONC-
coordinated Federal Health IT Strategic
Plan.

Section 3004 of the PHSA defines
how the Secretary adopts standards,
implementation specifications, and
certification criteria. Section 3004(a) of
the PHSA defines a process whereby an
obligation is imposed on the Secretary

to review standards, implementation
specifications, and certification criteria
and identifies the procedures for the
Secretary to follow to determine
whether to adopt any group of
standards, implementation
specifications, or certification criteria
included among National Coordinator-
endorsed recommendations.

b. Medicare and Medicaid EHR
Incentive Programs

Title IV, Division B of the HITECH
Act establishes incentive payments
under the Medicare and Medicaid
programs for eligible professionals and
eligible hospitals that meaningfully use
Certified EHR Technology. The Centers
for Medicare & Medicaid Services (CMS)
is charged with developing the
Medicare and Medicaid EHR Incentive
Programs.

i. Medicare EHR Incentive Program

Section 4101 of the HITECH Act
added new subsections to section 1848
of the SSA to establish incentive
payments for the meaningful use of
Certified EHR Technology by eligible
professionals participating in the
Medicare Fee-for-Service (FFS) program
beginning in calendar year (CY) 2011,
and beginning in CY 2015, downward
payment adjustments for covered
professional services provided by
eligible professionals who are not
meaningful users of Certified EHR
Technology. Eligible professionals for
the Medicare EHR incentive program are
physicians as defined in section 1861(r)
of the SSA. A hospital-based eligible
professional furnishes substantially all
of his or her Medicare-covered
professional services in a hospital
inpatient or emergency room setting.
Hospital-based eligible professionals are
not eligible for the Medicare incentive
payments. Section 4101(c) of the
HITECH Act added a new subsection to
section 1853 of the SSA that provides
incentive payments to Medicare
Advantage (MA) organizations for their
affiliated eligible professionals who
meaningfully use Certified EHR
Technology beginning in CY 2011 and
beginning in CY 2015, downward
payment adjustments to MA
organizations to account for certain
affiliated eligible professionals who are
not meaningful users of Certified EHR
Technology.

Section 4102 of the HITECH Act
added new subsections to section 1886
of the SSA that establish incentive
payments for the meaningful use of
Certified EHR Technology by subsection
(d) hospitals (defined under section
1886(d)(1)(B) of the SSA) that
participate in the Medicare FFS program
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beginning in Federal fiscal year (FY)
2011 and beginning in FY 2015,
downward payment adjustments to the
market basket updates for inpatient
hospital services provided by such
hospitals that are not meaningful users
of Certified EHR Technology. Section
4102(b) of the HITECH Act amends
section 1814 of the SSA to provide
critical access hospitals that
meaningfully use Certified EHR
Technology with an incentive payment
based on the hospitals’ reasonable costs
beginning in FY 2011 and downward
payment adjustments for inpatient
hospital services provided by such
hospitals that are not meaningful users
of Certified EHR Technology for cost
reporting periods beginning in FY 2015.
Section 4102(c) of the HITECH Act adds
a new subsection to section 1853 of the
SSA to provide incentive payments to
MA organizations for certain affiliated
eligible hospitals that meaningfully use
Certified EHR Technology and
beginning in FY 2015, downward
payment adjustments to MA
organizations for those affiliated
hospitals that are not meaningful users
of Certified EHR Technology.

ii. Medicaid EHR Incentive Program

Section 4201 of the HITECH Act
amends section 1903 of the SSA to
provide 100 percent Federal financial
participation (FFP) for States’
expenditures for incentive payments to
eligible health care providers
participating in the Medicaid program
to adopt, implement, or upgrade and
meaningfully use Certified EHR
Technology and 90 percent FFP for
States’ reasonable administrative
expenses related to the administration
of the incentive payments. For the
Medicaid EHR incentive program,
eligible professionals are physicians
(primarily doctors of medicine and
doctors of osteopathy), dentists, nurse
practitioners, certified nurse midwives,
and physician assistants practicing in a
Federally Qualified Health Center led by
a physician assistant or Rural Health
Clinic that is so led. Eligible hospitals
that can participate in the Medicaid
EHR incentive program are acute care
hospitals (including cancer and critical
access hospitals) and children’s
hospitals.

c. HIT Certification Programs

Section 3001(c)(5) of the PHSA
provides the National Coordinator with
the authority to establish a certification
program or programs for the voluntary
certification of HIT. Specifically, section
3001(c)(5)(A) specifies that the
“National Coordinator, in consultation
with the Director of the National

Institute of Standards and Technology,
shall keep or recognize a program or
programs for the voluntary certification
of health information technology as
being in compliance with applicable
certification criteria adopted under this
subtitle” (i.e., certification criteria
adopted by the Secretary under section
3004 of the PHSA). The certification
program(s) must also “include, as
appropriate, testing of the technology in
accordance with section 13201(b) of the
[HITECH] Act.”

Section 13201(b) of the HITECH Act
requires that with respect to the
development of standards and
implementation specifications, the
Director of the National Institute of
Standards and Technology (NIST), in
coordination with the HIT Standards
Committee, “shall support the
establishment of a conformance testing
infrastructure, including the
development of technical test beds.” The
United States Congress also indicated
that “[t]he development of this
conformance testing infrastructure may
include a program to accredit
independent, non-Federal laboratories
to perform testing.”

2. Regulatory History and Related
Guidance

a. Initial Set of Standards,
Implementation Specifications, and
Certification Criteria Interim and Final
Rules

In accordance with section 3004(b)(1)
of the PHSA, the Secretary issued an
interim final rule with request for
comments entitled “Health Information
Technology: Initial Set of Standards,
Implementation Specifications, and
Certification Criteria for Electronic
Health Record Technology” (75 FR 2014,
Jan. 13, 2010) (the “HIT Standards and
Certification Criteria interim final rule”),
which adopted an initial set of
standards, implementation
specifications, and certification criteria.
After consideration of the public
comments received on the interim final
rule, a final rule was issued to complete
the adoption of the initial set of
standards, implementation
specifications, and certification criteria
and realign them with the final
objectives and measures established for
meaningful use Stage 1. Health
Information Technology: Initial Set of
Standards, Implementation
Specifications, and Certification Criteria
for Electronic Health Record
Technology; Final Rule, 75 FR 44590
(July 28, 2010) (the “HIT Standards and
Certification Criteria final rule”). On
October 13, 2010, an interim final rule
was issued to remove certain

implementation specifications related to
public health surveillance that had been
previously adopted in the HIT
Standards and Certification Criteria
final rule (75 FR 62686).

The standards, implementation
specifications, and certification criteria
adopted by the Secretary establish the
capabilities that Certified EHR
Technology must include in order to, at
a minimum, support the achievement of
meaningful use Stage 1 by eligible
professionals and eligible hospitals
under the Medicare and Medicaid EHR
Incentive Programs final rule (see 75 FR
44314 for more information about
meaningful use and the Stage 1
requirements).

b. Medicare and Medicaid EHR
Incentive Programs Proposed and Final
Rules

On January 13, 2010, CMS published
in the Federal Register (75 FR 1844) the
Medicare and Medicaid EHR Incentive
Programs proposed rule. The rule
proposed a definition for Stage 1
meaningful use of Certified EHR
Technology and regulations associated
with the incentive payments made
available under Division B, Title IV of
the HITECH Act.

Subsequently, CMS published a final
rule for the Medicare and Medicaid EHR
Incentive Programs in the Federal
Register (75 FR 44314) on July 28, 2010
(the “Medicare and Medicaid EHR
Incentive Programs final rule”),
simultaneously with the publication of
the HIT Standards and Certification
Criteria final rule. The final rule
published by CMS established the
objectives and associated measures that
eligible professionals and eligible
hospitals must satisfy in order to
demonstrate “meaningful use” during
Stage 1.

c. HIT Certification Programs Proposed
Rule and the Temporary and Permanent
Certification Programs Final Rules

Section 3001(c)(5) of the PHSA
specifies that the National Coordinator
“shall keep or recognize a program or
programs for the voluntary certification
of health information technology as
being in compliance with applicable
certification criteria adopted [by the
Secretary] under this subtitle.” Based on
this authority, we proposed both a
temporary and permanent certification
program for HIT in a notice of proposed
rulemaking entitled “Proposed
Establishment of Certification Programs
for Health Information Technology” (75
FR 11328, Mar. 10, 2010) (the “Proposed
Rule”). In the Proposed Rule, we
proposed to use the certification
programs for the purposes of testing and
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certifying HIT. We also specified the
processes the National Coordinator
would follow to authorize organizations
to perform the certification of HIT. We
stated in the Proposed Rule that we
expected to issue separate final rules for
each of the certification programs.
Consistent with our proposal, we issued
a final rule to establish a temporary
certification program, which was
published in the Federal Register (75
FR 36158) on June 24, 2010 (the
“Temporary Certification Program final
rule”). To conclude our proposed
approach, we are issuing this final rule
to establish a permanent certification
program whereby the National
Coordinator will authorize organizations
to certify Complete EHRs, EHR
Modules, and/or other types of HIT. As
provided in the Temporary Certification
Program final rule, the temporary
certification program will sunset on
December 31, 2011, or on a subsequent
date if the permanent certification
program is not fully constituted at that
time.

d. Recognized Certification Bodies as
Related to the Physician Self-Referral
Prohibition and Anti-Kickback EHR
Exception and Safe Harbor Final Rules

In August 2006, the Department of
Health and Human Services (HHS)
published two final rules in which CMS
and the Office of Inspector General
(OIG) promulgated an exception to the
physician self-referral prohibition and a
safe harbor under the anti-kickback
statute, respectively, for certain
arrangements involving the donation of
interoperable EHR software to
physicians and other health care
practitioners or entities (71 FR 45140
and 71 FR 45110, respectively). The
exception and safe harbor provide that
EHR software will be “deemed to be
interoperable if a certifying body
recognized by the Secretary has certified
the software no more than 12 months
prior to the date it is provided to the
[physician/recipient].” ONC published
separately a Certification Guidance
Document (CGD) (71 FR 44296) to
explain the factors ONC would use to
determine whether to recommend to the
Secretary an organization for
“recognized certification body” status.
The CGD served as a guide for ONC to
evaluate applications for “recognized
certification body” status and provided
the information an organization would
need to apply for and obtain such status.
Under the process specified in the CGD,
the Certification Commission for Health
Information Technology (CCHIT) was
the only organization that both applied
for and had been granted “recognized
certification body” status.

In section VI of the CGD, ONC
notified the public, including potential
applicants, that the recognition process
explained in the CGD would be
formalized through notice and comment
rulemaking and that when a final rule
has been promulgated to govern the
process by which a “recognized
certification body” is determined,
certification bodies recognized under
the CGD would be required to complete
new applications and successfully
demonstrate compliance with all
requirements of the final rule.

In the Proposed Rule, we began the
formal notice and comment rulemaking
described in the CGD. We stated that the
processes we proposed for the
temporary certification program and
permanent certification program, once
finalized, would supersede the CGD,
and the authorization process would
constitute the new established method
for “recognizing” certification bodies, as
referenced in the physician self-referral
prohibition and anti-kickback EHR
exception and safe harbor final rules. As
a result of our proposal, certifications
issued by a certification body
“authorized” by the National
Coordinator would constitute
certification by “a certifying body
recognized by the Secretary” in the
context of the physician self-referral
EHR exception and anti-kickback EHR
safe harbor. After consideration of the
public comments we received on this
proposal, we determined that the ONC—
ATCB and ONC-ACB “authorization”
processes would constitute the
Secretary’s “recognition” of a
certification body and finalized our
proposal for both the temporary
certification program and permanent
certification program in the Temporary
Certification Program final rule (75 FR
36186). Any questions regarding
compliance with the exception or safe
harbor should be directed to CMS and
OIG, respectively.

I1. Overview of the Permanent
Certification Program

The permanent certification program
provides a process by which an
organization or organizations may
become an ONC-Authorized
Certification Body (ONC-ACB)
authorized by the National Coordinator
to perform the certification of Complete
EHRs and/or EHR Modules. ONG-ACBs
may also be authorized under the
permanent certification program to
perform the certification of other types
of HIT in the event that applicable
certification criteria are adopted by the
Secretary. We note, however, that the
certification of Complete EHRs, EHR
Modules, or potentially other types of

HIT under the permanent certification
program would not constitute a
replacement or substitution for other
Federal requirements that may be
applicable.

Under the permanent certification
program, the National Coordinator will
accept applications for ONC—ACB status
after the effective date of this final rule
and at any time during the existence of
the permanent certification program. In
order to become an ONC-ACB, an
organization or organizations must
submit an application to the National
Coordinator to demonstrate its
competency and ability to certify
Complete EHRs, EHR Modules, and/or
potentially other types of HIT by
documenting its accreditation by the
ONC-Approved Accreditor (ONC-AA)
and by meeting other specified
application requirements. These
organizations will be required to remain
in good standing by adhering to the
Principles of Proper Conduct for ONC—
ACBs. ONC-ACBs will also be required
to follow the conditions and
requirements applicable to the
certification of Complete EHRs, EHR
Modules, and/or potentially other types
of HIT as specified in this final rule. The
permanent certification program will
eventually replace the temporary
certification program that was
established previously by a final rule
(75 FR 36158). Testing and certification
under the permanent certification
program is expected to begin on January
1, 2012, or upon a subsequent date
when the National Coordinator
determines that the permanent
certification program is fully
constituted. The permanent certification
program has no anticipated sunset date.
ONC-ACBs are required to renew their
status every three years under the
permanent certification program.

III. Provisions of the Permanent
Certification Program; Analysis of and
Response to Public Comments on the
Proposed Rule

A. Overview

This section discusses and responds
to the comments that were timely
received on the proposed provisions of
the permanent certification program that
were set forth in the Proposed Rule. As
explained in the Proposed Rule, we
chose to propose both the temporary
certification program and the permanent
certification program in the same notice
of proposed rulemaking in order to offer
the public a broader context for each of
the programs and an opportunity to
make more informed comments on our
proposals. We noted that we expected to
receive public comments that were
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applicable to both of the proposed
certification programs due to the fact
that we had proposed certain elements
that were the same or similar for both
programs. As anticipated, we received
comments in response to the Proposed
Rule that were applicable to both
certification programs. In the Temporary
Certification Program final rule, we
discussed and responded to all of the
comments that were applicable to the
temporary certification program.
Because some of those comments are
also related to provisions of the
permanent certification program, we
discuss them again in this final rule and
respond to them in the context of the
permanent certification program. Many
of the common elements that we
proposed for both the temporary and the
permanent certification programs are
based on the same or similar underlying
policy reasons or objectives. As a result,
we often reach the same or similar
conclusions in this final rule as we did
in the Temporary Certification Program
final rule. In responding to comments in
this final rule, we often make reference
to or restate parts of our responses to
comments that we provided in the
Temporary Certification Program final
rule due to the various similarities that
exist between the temporary and
permanent certification programs.

We have structured this section of the
final rule based on the proposed
regulatory sections of the permanent
certification program and discuss each
regulatory section sequentially. For each
discussion of a regulatory provision, we
first restate or paraphrase the provision
as proposed in the Proposed Rule as
well as identify any correlated issues for
which we sought public comment.
Second, we summarize the comments
received. Lastly, we provide our
response to the comments and indicate
whether we are finalizing the provision
as proposed in the Proposed Rule or
modifying the proposed provision in
response to public comment, to provide
clarification, or to correct inadvertent
errors. Comments on dual-accredited
testing and certification bodies, the
concept of “self-developed,” validity
and expiration of certifications,
differential or “gap” certification,
barriers to entry for potential ONC-
ACBs, an ONC-managed certification
program, general comments, and
comments beyond the scope of this final
rule are discussed towards the end of
the preamble.

B. Scope and Applicability

In the Proposed Rule, we indicated in
§170.500 that the permanent
certification program would serve to
implement section 3001(c)(5) of the

PHSA, and that subpart E would also set
forth the rules and procedures related to
the permanent certification program for
HIT administered by the National
Coordinator. Under § 170.501, we
proposed that subpart E would establish
the processes that applicants for ONC—
ACB status must follow to be granted
ONC-ACB status by the National
Coordinator, the processes the National
Coordinator would follow when
assessing applicants and granting ONC—
ACB status, and the requirements of
ONC-ACBs for certifying Complete
EHRs and/or EHR Modules in
accordance with the applicable
certification criteria adopted by the
Secretary in subpart C of part 170. We
also proposed that subpart E would
establish the processes that
accreditation organizations would
follow to request approval from the
National Coordinator, the processes the
National Coordinator would follow to
approve an accreditation organization
under the permanent certification
program, and the ongoing
responsibilities of an ONC-AA.
Comments. We received comments
that expressed general support for the
permanent certification program. We
also received a few comments regarding
the extension of the scope of the
permanent certification program to
other types of HIT. One commenter
asserted that there was a need for the
permanent certification program to
focus on the implementation of the
nationwide health information network.
Response. We appreciate the
comments expressing support for the
permanent certification program. We
intend to address the governance
mechanisms for the nationwide health
information network through a separate
rulemaking. We will more specifically
address the comments related to other
types of HIT when we discuss proposed
§170.553 later in this preamble, but we
note here that we are revising § 170.501
to acknowledge the possibility for ONC-
ACBs to certify “other types of HIT”
under the permanent certification
program. We are also revising § 170.501
to clearly state that this subpart includes
requirements that ONC—ACBs must
follow to maintain their status as ONG—
ACBs under the permanent certification
program. These references were
inadvertently left out of § 170.501 in the
Proposed Rule although they were
included elsewhere in the preamble
discussion and regulation text.

C. Definitions

In the Proposed Rule, we proposed to
define four terms related to the
permanent certification program.

1. Day or Days

We proposed to add the definition of
“day or days” to § 170.102. We proposed
to define “day or days” to mean a
calendar day or calendar days. We
added this definition to § 170.102 in the
Temporary Certification Program final
rule. Further, we did not receive any
comments on this definition related to
the permanent certification program.
Therefore, references to “day” or “days”
in provisions of subpart E have the
meaning provided to them in § 170.102.

2. Applicant

We proposed in § 170.502 to define
“applicant” to mean a single
organization or a consortium of
organizations that seek to become an
ONC-ACB by requesting and
subsequently submitting an application
for ONC-ACB status to the National
Coordinator. We did not receive any
comments on this proposed definition.
We are, however, revising the definition
of “applicant” by removing the
condition that an “applicant” must
“request” an application. We clearly
indicated in the Proposed Rule
preamble that, unlike under the
temporary certification program,
“applicants” for ONC-ACB status would
no longer need to request an
application.

3. ONC-ACB

We proposed in § 170.502 to define an
“ONC-Authorized Certification Body”
or “ONC-ACB” to mean an organization
or a consortium of organizations that
has applied to and been authorized by
the National Coordinator pursuant to
subpart E to perform the certification of,
at minimum, Complete EHRs and/or
EHR Modules using the applicable
certification criteria adopted by the
Secretary.

Comments. A commenter noted that
the proposed definition would not
preclude an ONC-ACB from certifying
other types of HIT, but would require an
ONC-ACB to be able to certify Complete
EHRs and/or EHR Modules. The
commenter contended that this
requirement will prevent organizations
that may want to certify only other types
of HIT (and not Complete EHRs or EHR
Modules) from becoming ONC—-ACBs.

Response. We did not intend to
preclude an organization from seeking
authorization to certify only other types
of HIT besides Complete EHRs and EHR
Modules, when and if the option
becomes available. To the contrary, as
noted in proposed §170.510, we
indicated that an applicant could seek
authorization to certify Complete EHRSs,
EHR Modules, other types of HIT, or any
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combination of the three. However, as
we specified in the Proposed Rule
preamble and in proposed §170.510, the
Secretary must first adopt applicable
certification criteria under subpart C of
part 170 before authorization to certify
other types of HIT could be granted to
ONC-ACBs.

In response to the comment and to be
consistent with our intent as expressed
in §170.510, we are removing “at a
minimum” from the definition of ONC—
AGCB. This will allow an organization or
consortium of organizations to become
an ONC-ACB that is authorized to
certify only other types of HIT besides
Complete EHRs and/or EHR Modules.
We are also revising the definition by
replacing “using the applicable
certification criteria adopted by the
Secretary” with “under the permanent
certification program.” We believe this
revision more clearly reflects the focus
of an ONC-ACB and is more consistent
with the definition of an ONC-ATCB
that we finalized in the Temporary
Certification Program final rule. We note
that ONG-ACBs that are authorized to
certify Complete EHRs and/or EHR
Modules will be required to perform
certifications using the applicable
certification criteria adopted by the
Secretary based on the provisions of
§§170.545 and 170.550.

4. ONC-AA

We proposed in § 170.502 to define
the term “ONC-Approved Accreditor”
or “ONC-AA” to mean an accreditation
organization that the National
Coordinator has approved to accredit
certification bodies under the
permanent certification program.

We did not receive any comments on
this proposed definition. Therefore, we
are finalizing this definition without
modification.

D. ONC-AA Status, On-going
Responsibilities and Reconsideration of
Request for ONC-AA Status

In the Proposed Rule, we proposed
processes for requesting ONC-AA
status, the process for reviewing and
approving an ONC-AA, the ongoing
responsibilities of an ONGC-AA, and the
process for an accreditation organization
to request reconsideration of its denied
request for ONC—-AA status.

1. ONC-AA Status

We proposed in § 170.503 that the
National Coordinator would approve
only one ONC-AA at a time. We
proposed that in order for an
accreditation organization to become an
ONC-AA, it would need to submit a
request in writing to the National
Coordinator along with certain

information to demonstrate its ability to
serve as an ONC—-AA. This information
included: A detailed description of how
the accreditation organization conforms
to ISO/IEC17011:2004 (ISO 17011) and
its experience evaluating the
conformance of certification bodies to
ISO/IEC Guide 65:1996 (Guide 65); a
detailed description of the accreditation
organization’s accreditation
requirements and how the requirements
complement the Principles of Proper
Conduct for ONC-ACBs; detailed
information about the accreditation
organization’s procedures that would be
used to monitor ONC-ACBs; detailed
information, including education and
experience, about the key personnel
who would review organizations for
accreditation; and the accreditation
organization’s procedures for
responding to, and investigating,
complaints against ONC—ACBs.

We proposed that the National
Coordinator would be permitted up to
30 days to review a request for ONC-AA
status from an accreditation
organization upon receipt and issue a
determination on whether the
organization is approved. We proposed
that the National Coordinator’s
determination would be based on the
information and the completeness of the
descriptions provided, as well as each
accreditation organization’s overall
accreditation experience. We proposed
that the National Coordinator would
review requests by accreditation
organizations for ONC-AA status in the
order they were received and would
approve the first qualified accreditation
organization based on the information
required to be submitted with a request
for ONC—-AA status. We proposed that
an ONC-AA'’s status would expire not
later than 3 years from the date its status
was granted by the National
Coordinator. We further proposed that
beginning 120 days prior to the
expiration of the then-current ONC—
AA'’s status, the National Coordinator
would again accept requests for ONC—
AA status.

We specifically requested comment
on whether it would be in the best
interest of the ONC—ACB applicants and
Complete EHR and EHR Module
developers to allow for more than one
ONC-AA at a time and whether we
should extend the duration of an ONC-
AA’s term to 5 years, shorten it to 2
years, or identify a different period of
time.

Comments. Commenters expressed
support for an independent
accreditation body, which they stated
would provide an open and transparent
process. One commenter, however,
asked for clarification as to why we

proposed to have an accreditor
independent of ONC. The commenter
stated that the proposal seemed to
introduce unnecessary overhead. A
commenter also requested clarification
of the requirement for an ONC-AA to
conform to ISO 17011. Another
commenter recommended that we
require an ONC—AA to be recognized
under the NIST National Voluntary
Conformity Assessment Systems
Evaluation, or “‘NVCASE” program. The
commenter further recommended that
the ONC-AA should demonstrate its
ISO 17011 compliance for the ISO
Guide 65 scope by being a signatory to
the International Accreditation Forum’s
Mutual/Multilateral Recognition
Agreement (MRA) for product
certification, which is verified by
regular peer assessments. The
commenter stated that such a
requirement would mirror a benchmark
set elsewhere for similar Federal agency
program requirements for an
accreditation body (i.e., the U.S. EPA
“WaterSense” program requirements).
Many commenters recommended that
there be only one ONC-AA to ensure
consistency, while only two
commenters expressed openness to
having more than one ONC-AA at a
time. One of the commenters favoring
more than one ONC—-AA opined that the
approval of more than one accreditor
would ensure that all potential ONC—
ACBs could be timely accredited and
that the unique needs of potential ONC-
ACBs would be adequately addressed,
such as in the case of organizations that
seek to certify other types of HIT besides
Complete EHRs and EHR Modules. The
other commenter suggested that we
consider approving more than one
ONC-AA if we anticipate a high volume
of applicants for ONC-ACB status. One
commenter stated that, given the
importance of the ONC-AA in ensuring
that the accredited certification bodies
operate in a fair and effective manner,
the ONC—-AA should be chosen through
an open competition that would allow
for the comparison of the strengths and
weaknesses of all interested
accreditation organizations.
Commenters expressed support for
either 3-year or 5-year terms for an
ONC-AA. Some commenters suggested
5 years would provide more reliability
and consistency. One commenter
suggested an interim review of the
ONC-AA after 3 years and granting an
“extension” to 5 years based on the
results of the review. One commenter
suggested that an ONC-AA should not
be allowed to “renew” its status at the
end of the proposed 3-year term. The
commenter contended that this would
prevent an ONC-AA from overly
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influencing how certification bodies are
accredited. A commenter recommended
that we begin accepting and reviewing
requests for ONC—AA status sooner than
120 days prior to the expiration of the
then-current ONC-AA’s status and
suggested 180 days as a possible
alternative. The commenter reasoned
that more time may be necessary to
review and approve an ONC-AA. A
couple of commenters requested
clarification regarding how we would
address concerns with an ONC-AA’s
operations and how we would remove
or replace an ineffective ONC-AA.

Response. We do not believe that the
use of an accreditor is unnecessary
overhead. As stated in the Proposed
Rule, we believe that accreditation (and
the use of an accreditor) is the optimal
and most practical approach for the long
term because specialized accreditors in
the private sector are better equipped to
react effectively and efficiently to
changes in the HIT market and to
rigorously oversee the certification
bodies they accredit. Further, the
impartiality, knowledge, and experience
of an accreditor will instill additional
confidence in HIT developers, eligible
professionals and eligible hospitals, and
the general public regarding the ONC—
ACB selection process. We believe that
conformance to ISO 17011 is an
appropriate measure to assess an
accreditation organization’s ability to
perform accreditation under the
permanent certification program, among
the other submission requirements
specified in § 170.503. ISO 17011 was
developed by the International
Organization for Standardization (ISO)
and specifies the general requirements
for accreditation bodies that accredit
conformity assessment bodies. As noted
in the Proposed Rule, an ONC-AA and
the ONC-ACBs would be analogous to
an accreditation body and the
conformity assessment bodies,
respectively, as referred to in ISO 17011.
The introductory section of ISO 17011
explains that a system to accredit
conformity assessment bodies is
designed to provide confidence to the
purchaser and the regulator through
impartial verification that conformity
assessment bodies are competent to
perform their tasks. ISO 17011 and
Guide 65 are standards that have been
developed by a voluntary consensus
standards body, as required by the
National Technology Transfer and
Advancement Act of 1995 and the
Office of Management and Budget
(OMB) Circular A-119, and we are
aware of no alternative voluntary
consensus standards that would serve

the purpose for which these standards
are intended to serve.

We appreciate the recommendations
by the commenter, but we do not
believe that it is necessary or
appropriate to require an accreditation
organization to be recognized under the
NVCASE program or as a signatory to
the International Accreditation Forum’s
MRA. It is our understanding that some
of the requirements for recognition
under the NVCASE program are similar
to the requirements we have proposed
for an accreditation organization to be
approved as an ONC-AA. For example,
the NVCASE Program Handbook states
that the generic requirements for
recognition as an accreditor are based
on the ISO/IEC 17011 standard, and
recognized accreditors of certification
bodies must accredit those bodies to
ISO/IEC Guide 65.1 Therefore, we do
not believe that a sufficient additional
benefit would result from requiring
accreditation organizations to be
recognized under the NVCASE program.
Adding such a requirement at this point
may not provide sufficient notice and
time for accreditation organizations that
are not currently recognized by the
NVCASE program to obtain NVCASE
recognition in time to be eligible for
approval as the ONC-AA at the start of
the permanent certification program.
Although we will not require an
accreditation organization to be a
signatory to the International
Accreditation Forum’s MRA, this
information could be provided as part of
an accreditation organization’s detailed
description of its accreditation
experience to be included in its
submitted request for ONC—-AA status.

We agree with the commenters that,
as proposed, granting ONC—AA status to
only one accreditation body at a time is
the best way to ensure consistency
among ONC-ACBs. In addition, we
believe that one ONC-AA will be able
to address and support the needs of the
market based on our projection of
approximately 6 ONC—ACBs operating
under the permanent certification
program. We also agree with the
commenter that suggested the ONC-AA
should be chosen based on a
competitive process that would allow us
to evaluate all interested accreditation
organizations in comparison to each
other and select the organization that is
best qualified to serve as the ONC-AA.
Under the process we proposed, the
National Coordinator would review
requests for ONC—-AA status in the order

1 National Institute of Standards and Technology,
U.S. Dep’t of Commerce, NVCASE Program
Handbook, NISTIR 6440 2004 ED (Dec. 2004),
available at http://gsi.nist.gov/global/index.cfm/L1-
4/L2-38.

they are received and select as the
ONC-AA the first accreditation
organization that is deemed to be
qualified based on the factors specified
in §170.503(b). We recognize the
limitations of this approach in that it
would prevent the National Coordinator
from considering all of the requests for
ONC-AA status that are submitted and
selecting the accreditation organization
that is found to be the best qualified in
comparison to the entire pool of
organizations that submitted requests
for ONC—-AA status. We believe that the
permanent certification program would
benefit from a more competitive
approach to selecting the ONC-AA. A
competitive process will ensure the best
qualified organization that submits a
request is chosen as the ONC-AA,
which will improve the overall quality
of the program and instill confidence in
the general public as well as industry
stakeholders.

We are revising § 170.503 to eliminate
the provision for the National
Coordinator to review requests for
ONC-AA status in order of receipt and
approve the first qualified accreditation
organization. Instead, under this revised
§170.503, the National Coordinator will
review all timely requests for ONC-AA
status in one batch and choose the best
qualified accreditation organization to
serve as the ONC-AA. We are revising
§170.503(b) to provide a 30-day period
during which all interested
accreditation organizations may submit
requests for ONC—AA status. We will
publish a notice in the Federal Register
to announce this submission period. We
are revising § 170.503(c) to permit the
National Coordinator up to 60 days to
review all timely submissions and
determine which accreditation
organization is best qualified to serve as
the ONC—-AA based on the information
provided in the submissions and each
organization’s overall accreditation
experience. We originally proposed to
permit the National Coordinator up to
30 days to review a request for ONG-AA
status and make a decision. Based on
the changes to the ONC-AA approval
process, the National Coordinator will
likely need more time to review and
compare all of the requests for ONC-AA
status in one batch and determine
which accreditation organization is best
qualified to be the ONC-AA out of a
potential pool of multiple organizations.
The National Coordinator will select the
best qualified accreditation organization
as the ONC—-AA on a preliminary basis
and subject to the resolution of the
reconsideration process in § 170.504.
The accreditation organization that is
selected on a preliminary basis is not
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permitted to represent itself as the
ONC-AA or perform any
accreditation(s) under the permanent
certification program, unless and until it
is notified by the National Coordinator
that it has been approved as the ONC—
AA on a final basis. All other
accreditation organizations will be
notified that their requests for ONC-AA
status have been denied.

Any accreditation organization that
submits a timely request for ONC-AA
status and is denied may request
reconsideration of that decision
pursuant to §170.504. In order to
request reconsideration under revised
§170.504(b), an accreditation
organization must submit to the
National Coordinator, within 15 days of
its receipt of a denial notice, a written
statement with supporting
documentation contesting the decision
to deny its request for ONC-AA status.
The submission must demonstrate that
clear, factual errors were made in the
review of its request for ONC—AA status
and that it would have been selected as
the ONC—-AA pursuant to § 170.503(c) if
those errors had been corrected.
Requests for reconsideration that are not
received within the specified timeframe
may be denied. We are revising
§170.504(c) such that the National
Coordinator will have up to 30 days to
review all timely submissions and
determine whether an accreditation
organization has met the standard
specified in § 170.504(b) (i.e., its
submission has demonstrated that clear,
factual errors were made in the review
of its request for ONC-AA status and
that it would have been selected as the
ONC-AA pursuant to § 170.503(c) if
those errors had been corrected). In
determining whether an accreditation
organization would have been selected
as the ONC-AA, the National
Coordinator will evaluate those
accreditation organizations that
demonstrate clear, factual errors, in
comparison to each other as well as to
the accreditation organization that was
initially selected as the ONC-AA on a
preliminary basis.

We are adding a new paragraph (d) to
§170.503 and revising § 170.504(d) such
that if the National Coordinator
determines that an accreditation
organization has demonstrated that
clear, factual errors were made in the
review of its request for ONC-AA status
and that it would have been selected as
the ONC—-AA pursuant to § 170.503(c) if
those errors had been corrected, then
that organization will be approved as
the ONC—-AA on a final basis. All other
accreditation organizations will be
notified that their requests for
reconsideration have been denied.

Conversely, if the National Coordinator
determines that no accreditation
organization has met the standard
specified in § 170.504(b), then the
organization that was initially selected
as the ONC-AA on a preliminary basis
will be approved as the ONGC-AA on a
final basis. An accreditation
organization has not been granted
“ONC-AA status” unless and until it is
notified by the National Coordinator
that it has been approved as the ONC-
AA on a final basis, as stated in revised
paragraph (f) of § 170.503.

We believe that it is appropriate to
provide a 3-year term for an ONC-AA.
A 5-year term may provide more
consistency and reliability, but we
believe a 3-year term provides an
appropriate interval to fully assess an
ONC-AA’s performance under the
permanent certification program and
provide an opportunity for other
interested organizations to seek ONC—
AA status. We believe all interested
accreditation organizations should be
given the opportunity to request ONC—
AA status when the National
Coordinator is seeking to approve an
ONC-AA. An interested accreditation
organization should not be barred from
“reapplying” simply because it
previously served as an ONGC-AA. Such
a preclusion could prevent the National
Coordinator from approving the best
qualified accreditation organization or
the only interested organization.

We agree with the commenter that we
should begin to accept requests for
ONC-AA status sooner than 120 days
prior to the expiration of the then-
current ONC—-AA’s status as we
originally proposed. Similar to the
commenter’s recommendation, the
National Coordinator will begin to
accept requests for ONC—AA status at
least 180 days prior to the expiration of
the then-current ONC—AA’s status. We
believe this will give the market more
time to transition to a new ONC-AA if
we were to approve a different
accreditation organization as the ONC—
AA. We note, however, that if we were
to approve a different accreditation
organization as the ONC-AA, its status
would not become effective until after
the end of the then-current ONC-AA’s
term. As with the approval of the first
ONC-AA and in accordance with the
revised § 170.503(b), we will notify the
public of the 30-day period for
requesting ONC—AA status by
publishing a notice in the Federal
Register. Consistent with this
discussion, we are revising
§170.503(f)(3) to specify that the
National Coordinator will accept
requests for ONC—-AA status, in
accordance with paragraph (b), at least

180 days before the then-current ONC—
AA’s status is set to expire.

As pointed out by the commenters,
we did not propose a formal process for
the National Coordinator to remove or
take other corrective action against an
ONC-AA that is performing poorly. We
recognize that an ONC-AA, like an
ONC-ACB, has significant
responsibilities under the permanent
certification program that are
inextricably linked to the success of the
permanent certification program. We
agree with the commenters that a
specified process for the National
Coordinator to address poor
performance or inappropriate conduct
by an ONC-AA would be beneficial for
the permanent certification program and
would ensure that an ONC-AA is held
accountable for its actions. Accordingly,
we intend to issue a notice of proposed
rulemaking (NPRM) that will address
improper conduct by an ONC-AA, the
potential consequences for engaging in
such conduct, and a process by which
the National Coordinator may take
corrective action against an ONC-AA.
We expect to issue this NPRM in the
near future and do not believe it will
unnecessarily delay the implementation
of the permanent certification program.
2. On-Going Responsibilities

We proposed in § 170.503(e) that an
ONC-AA would be required to, at
minimum: Maintain conformance with
ISO 17011; in accrediting certification
bodies, verify conformance to, at a
minimum, Guide 65; verify that ONC—
ACBs are performing surveillance in
accordance with their respective annual
plans; and review ONC-ACB
surveillance results to determine if the
results indicate any substantive non-
conformance with the terms set by the
ONC-AA when it granted the ONC-
ACB accreditation. We specifically
requested public comment on these
proposed responsibilities and whether
there are other responsibilities that we
should require an ONC-AA to fulfill.

Comments. A couple of commenters
expressed agreement with the outlined
responsibilities. One commenter
suggested that the ONG-AA should
provide annual reports of the results of
their responsibilities. The commenter
also recommended that the ONC-AA
should review and/or audit all ONC-
ACB processes, such as bylaws and
standard operating procedures, no less
than annually.

Response. We appreciate the
expression of confidence in the ongoing
responsibilities we have proposed for an
ONC-AA. We also appreciate the
commenter’s recommendations for
annual reports on the ONC-AA’s
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responsibilities and annual reviews
and/or audits by the ONC-AA of all
ONC-ACBSs’ processes. We believe,
however, that annual reports from the
ONC-AA are unnecessary. As stated
above, the approval of an ONC-AA
every three years will serve as a
sufficient periodic review of the ONC—
AA. There will also be opportunities to
assess an ONC—-AA’s performance of its
responsibilities at other junctures
during the permanent certification
program. The Principles of Proper
Conduct for ONC—ACBs require ONC—
AGBs to submit annual surveillance
plans and to annually report
surveillance results to the National
Coordinator. Our review of an ONC-
ACB’s surveillance results should give
an indication of whether the ONC-AA
is performing its responsibilities to
review ONC-ACB surveillance results
and verify that ONG-AGCBs are
performing surveillance in accordance
with their surveillance plans. We also
expect that our review and analysis of
surveillance plans and results will not
only include feedback from the ONG—
ACBs but also from the ONC-AA. The
ONC-AA feedback will provide us with
additional information on the ONC-
AA’s performance of its monitoring and
review responsibilities related to ONG—
ACB surveillance activities.

ISO 17011 specifies that an
accreditation body (i.e., an ONC-AA)
shall require a conformance assessment
body (i.e., an ONC-ACB) to commit to
fulfill continually the requirements for
accreditation set by the accreditation
body, cooperate as is necessary to
enable the accreditation body to verify
fulfillment of requirements for
accreditation, and report changes that
may affect its accreditation to the
accreditor. ISO 17011 also contains
provisions that require an ONC-AA to
review an ONC-ACB periodically, but
no less than every two years, and to do
so in a manner prescribed under ISO
17011. Moreover, as one of its ongoing
responsibilities, the ONC-AA will be
required to verify that ONC-ACBs
continue to conform to the provisions of
Guide 65 at a minimum as a condition
of continued accreditation. We believe
these provisions will enable the ONC—
AA to sufficiently oversee (i.e., review
and/or audit) the ONC-ACBEs for the
purposes of the permanent certification
program. For instance, if the ONC-AA
finds that an ONC-ACB is not in
compliance with its accreditation
requirements, then the ONC-ACB may
lose its accreditation and subsequently
its ONG-AGB status. The Principles of
Proper Conduct for ONG-ACBs will also
provide additional assurance that ONC—

ACBs are operating in an acceptable
manner under the permanent
certification program.

We are revising § 170.503(e)(4) to state
that the ONG—-AA will be responsible for
reviewing ONC-ACB surveillance
results to determine if the results
indicate any substantive non-
conformance by ONC-ACBs “with the
conditions of their respective
accreditations.” We believe this
clarification more accurately accounts
for the possibility that different
accreditation organizations may be
approved to serve as the ONC-AA.

3. Reconsideration of Request for ONC-
AA Status

We proposed in § 170.503(d) that an
accreditation organization could appeal
a decision to deny its request for ONC—
AA status in accordance with §170.504,
but only if no other accreditation
organization had been granted ONC-AA
status. We proposed in § 170.504 to use
generally the same procedures for
reconsideration of an accreditation
organization’s request for ONC-AA
status as we did for reconsideration of
applications for ONC-ACB status with a
few substantive distinctions. We
proposed that an accreditation
organization could ask the National
Coordinator to reconsider a decision to
deny its request for ONC-AA status
only if no other accreditation
organization had been granted ONC-AA
status and it could demonstrate that
clear, factual errors were made in the
review of its request for ONC-AA status
and that the errors’ correction could
lead to the accreditation organization
obtaining ONC-AA status. We proposed
that an accreditation organization that
wished to contest its denial would be
required to submit, within 15 days of
receipt of a denial notice, a written
statement to the National Coordinator
contesting the decision to deny its
request for ONC-AA status and
explaining with sufficient
documentation what factual error(s) it
believes can account for the denial. We
proposed that if the National
Coordinator did not receive the
accreditation organization’s written
statement within the specified
timeframe that its request for
reconsideration could be rejected. We
proposed that the National Coordinator
would have up to 15 days to consider
a timely reconsideration request. We
further proposed that if, after reviewing
an applicant’s reconsideration request,
the National Coordinator determined
that the applicant did not identify any
factual errors, that correction of those
factual errors would not remove all
identified deficiencies, or that a

qualified ONC-AA had already been
approved, the National Coordinator
could reject the applicant’s
reconsideration request and that this
decision would be final and not subject
to further review.

We did not receive any comments on
these provisions. We are, however,
revising § 170.503(c) and (d) and
§ 170.504 consistent with the changes
we discussed earlier in this section of
the preamble.

E. Correspondence

We proposed in § 170.505 to require
applicants for ONC—ACB status and
ONC-ACBs to correspond and
communicate with the National
Coordinator by e-mail, unless otherwise
necessary. We proposed that the official
date of receipt of any e-mail between the
National Goordinator and an applicant
for ONC—-ACB status or an ONC-ACB
would be the day the e-mail was sent.
We further proposed that in
circumstances where it was necessary
for an applicant for ONC-ACB status or
an ONC-ACB to correspond or
communicate with the National
Coordinator by regular or express mail,
the official date of receipt would be the
date of the delivery confirmation.

We did not receive any comments on
these proposals. We are, however,
revising § 170.505 to include “or an
ONC-ACB” in paragraph (b) to clarify
that either an applicant for ONC-ACB
status or an ONC-ACB may, when
necessary, utilize the specified
correspondence methods. This reference
was inadvertently left out of
§170.505(b) in the Proposed Rule. We
are also revising this section to apply
the correspondence requirements to
accreditation organizations that submit
requests for ONC-AA status and the
ONC-AA. These organizations are
similarly situated to applicants for
ONC-ACB status and ONC—ACBs with
respect to corresponding with ONC. In
particular, with our revisions that
establish a specific time period for
submitting requests for ONC—AA status,
application of § 170.505 to accreditation
organizations requesting ONC-AA
status will provide a clear understating
of when a request will be deemed
received by the National Coordinator.
Overall, we believe that applying the
correspondence requirements to
accreditation organizations requesting
ONC-AA status and the ONC-AA will
increase the efficiencies of the
permanent certification program and
lessen the correspondence burden on
these organizations.
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F. Certification Options for ONC-ACBs

1. Distinction Between Testing and
Certification

We stated in the Proposed Rule that
there is a distinct difference between the
“testing” and “certification” of a
Complete EHR and/or EHR Module. We
described “testing” as the process used
to determine the degree to which a
Complete EHR or EHR Module can meet
specific, predefined, measurable, and
quantitative requirements. We noted
that such results would be able to be
compared to and evaluated in
accordance with predefined measures.
In contrast, we described “certification”
as the assessment (and subsequent
assertion) made by an organization,
once it has analyzed the quantitative
results rendered from testing along with
other qualitative factors, that a Complete
EHR or EHR Module has met all of the
applicable certification criteria adopted
by the Secretary. We noted that
qualitative factors could include
whether a Complete EHR or EHR
Module developer has a quality
management system in place, or
whether the Complete EHR or EHR
Module developer has agreed to the
policies and conditions associated with
being certified (e.g., proper logo usage).
We further stated that the act of
certification typically promotes
confidence in the quality of a product
(and the Complete EHR or EHR Module
developer that produced it), offers
assurance that the product will perform
as described, and helps consumers to
differentiate which products have met
specific criteria from others that have
not.

To further clarify, we stated that a
fundamental difference between testing
and certification is that testing is
intended to result in objective,
unanalyzed data. In contrast,
certification is expected to result in an
overall assessment of the test results,
consideration of their significance, and
consideration of other factors to
determine whether the prerequisites for
certification have been achieved. To
illustrate an important difference
between testing and certification, we
provided the example that we recite
below.

An e-prescribing EHR Module
developer that seeks to have its EHR
Module certified would first submit the
EHR Module to be tested. To
successfully pass the established testing
requirements, the e-prescribing EHR
Module would, among other functions,
need to transmit an electronic
prescription using mock patient data
according to the standards adopted by
the Secretary. Provided that the e-

prescribing EHR Module successfully
passed this test it would next be
evaluated for certification. Certification
could require that the EHR Module
developer agree to a number of
provisions, including, for example,
displaying the EHR Module’s version
and revision number so potential
purchasers could discern when the EHR
Module was last updated or certified. If
the EHR Module developer agreed to all
of the applicable certification
requirements and the EHR Module
achieved a passing test result, the e-
prescribing EHR Module would be
certified. In these situations, both the
EHR Module passing the technical
requirements tests and the EHR Module
vendor meeting the other certification
requirements would be required for the
EHR Module to achieve certification.

Comments. Multiple commenters
asked for additional clarification for the
distinction between testing and
certification. Commenters were
concerned that ONC-ACBs would have
too much discretion related to
certification. The commenters asserted
that ONC-ACBs should only be
empowered to assess whether adopted
certification criteria have been met or
whether other applicable policies
adopted by the National Coordinator
through regulation, such as “labeling”
policies, have been complied with.
Commenters expressed specific concern
with one of our examples of potential
qualitative factors, which was the need
to have “a quality management system
in place.” The commenters suggested
that a requirement to have a quality
management system in place is vague
and gives too much discretion to an
ONC-ACB.

Response. Our response to these
comments is similar to the response we
provided in the Temporary Certification
Program final rule due to similarities
that exist between the two certification
programs. We require as a Principle of
Proper Conduct that ONC-ACBs shall
maintain their accreditation, which will,
at minimum, require ONC-ACBs to
operate their certification programs in
accordance with Guide 65. As noted
above, the ONC-AA will be required to
verify that ONC-ACBs continue to
conform to Guide 65 at a minimum as
a condition of maintaining their
accreditation. Guide 65 specifies the
requirements that an organization must
follow to operate a certification
program. Moreover, because Guide 65
states in section 4.6.1 that a
“certification body shall specify the
conditions for granting, maintaining and
extending certification,” we believe that
it would be inappropriate to dictate
every specific aspect related to an ONC—

ACB’s certification program operations.
We understand the concerns expressed
by commenters over our example of a
“quality management system” as another
factor that ONC-ACBs may choose to
include, in accordance with Guide 65,
as part of their certification
requirements for asse